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1.0 Introduction
The Governmentwide Commercial Purchase Card Program (GCPC) is similar in nature to a commercial credit charge card; however, it is a procurement method for official Government use only by authorized Agency personnel to purchase supplies and services in support of mission requirements. The GCPC is mandatory for all purchases less than or equal to the micro-purchase threshold. Micro-purchase threshold means $3,000, except it means –

· $2,000 for acquisitions of construction subject to the Davis-Bacon Act
· $2,500 for acquisitions of services subject to the Service Contract Act; and

· For acquisitions of supplies or services that, as determined by the head of the contracting activity, are to be used to support a contingency operation or to facilitate defense against or recovery from nuclear, biological, chemical, or radiological attack, as described in FAR 13.201(g)(1), except for construction subject to the Davis-Bacon Act (41 U.S.C. 428a)-

(i)$15,000 in the case of any contract to be awarded and performed, or purchase to be made, inside the United States; and

(ii) $25,000 in the case of any contract to be awarded and performed, or purchase to be made, outside the United States.

The Davis-Bacon Act and Service Contract Act applies only to the United States defined as the 50 States, the District of Columbia, Puerto Rico, the Northern Mariana Islands, American Samoa, Guam, the U.S. Virgin Islands, Johnson Island, Wake Island, and Outer Continental Shelf lands as defined in the Outer Continental Shelf Lands Act (43 U.S.C. 1331, et seq.), but does not include any other place subject to U.S. jurisdiction or any U.S. base or possession in a foreign country (29 CFR 4.112). This means that the micro-purchase threshold for contracts awarded and performed, or purchase to be made, outside the United States is $3,000 for supplies, services and construction.
Use of the GCPC meets the Department of Navy (DON) paperless goals by streamlining the purchase and payment process, thereby reducing costs and administrative burdens associated with acquisition functions. 
The Assistant Deputy Commandant, Installations and Logistics, (ADC, I&L) (Contracts) has oversight and program management responsibility for the United States Marine Corps (USMC) GCPC Program. This Standard Operating Policy (SOP) promulgates specific USMC policy and guidance concerning USMC GCPC Program procedures and requirements. It does not apply to the Marine Corps Community Services (MCCS) Nonappropriated Fund (NAF) GCPC Program.
The USMC GCPC Program expedites the acquisition of mission critical supplies and services by simplifying the procurement process for purchases that are less than or equal to the micro-purchase threshold. As discussed in Section 5.0 of this SOP, in certain limited circumstances, the GCPC may also be authorized for purchases at higher limits. The Program allows administrative and operational personnel to make micro-purchases without going to the procurement office. Proper use of the GCPC eliminates procurement lead-time and results in substantial transaction cost savings. The USMC also benefits because the Program’s invoice and certification process is automated, which facilitates timely payments and reduces errors associated with manual entry.
Warranted Contracting Officers may use the GCPC as a method of payment in conjunction with other contracting methods for actions in excess of the micro-purchase threshold subject to the restrictions delineated in Chapter 1 of the DON Consolidated Card Program Management Division (DON CCPMD) Naval Supply Instruction (NAVSUPINST) 4200.99 Series and up to the limit of the individual’s warrant in conjunction with approvals described in Section 5.0 of this SOP. Additionally, the GCPC may be used as a method of payment for Commercial-Off-The-Shelf (COTS) training requirements using the SF 182 (Authorization, Agreement and Certification of Training) up to $25,000 and for printing up to $100,000 for purchases made from the Document Automation and Production Service (DAPS). 
Activities must have in place and utilize effective controls, oversight, audits, reviews, and inspections to prevent, identify, and take corrective action in instances of misuse, abuse, fraud, or mismanagement of the GCPC. 

1.1 Department of Defense Guidance

Department of Defense (DoD) GCPC Guidance is provided in the following: 

· FAR 13.301 and DFARS 213.301 Governmentwide Commercial Purchase Cards

· DoD GCPC Guide 

· DoD Financial Management Regulation (FMR) Volume 5, Chapters 4 and 33; Volume 10, Chapter 4; Volume 13


1.2 Department of Navy Guidance

The DON CCPMD, Naval Supply Systems Command (NAVSUP) manages the DON’s GCPC Program and provides policy and procedural guidance through several different methods as shown below. 
· DON CCPMD NAVSUPINST 4200.99 Series sets forth the DON Policies and Procedures for the Operation and Management of the Government Purchase Card Program and has the force and effect of DON regulation.

·  Desk Guides contain procedural information on day-to-day operations. The Desk Guides are role-based and provide four distinct modules that are applicable to the Marine Corps. These guides include information regarding the Head of Activity (HA), Agency Program Coordinator (APC), Approving Official (AO), and Cardholder (CH). 

· Purchase Card Policy Notices (PCPN) provide either new policy direction and/or procedural guidance. 
· Purchase Card Administrative Notices (PCAN) provide administrative announcements. 
· NAVSUPINST 4200.85 Series, DON Simplified Acquisition Procedures

The GCPC instruction, desk guides and notices are available on the DON CCPMD web site.
GCPC program participants may subscribe to receive periodic notices, training updates, PCPNs and PCANs via e-mail by registering online.
1.3 Marine Corps Guidance

This Standard Operating Policy (SOP) promulgates specific USMC policy and guidance concerning USMC GCPC Program procedures and requirements. This GCPC Program SOP is incorporated as Appendix H to the Marine Corps Acquisition Procedures Supplement (MAPS). Commands should not supplement this SOP except for the use of local Internal Operating Procedures (IOPs), which must not conflict with DON and USMC guidance. Send suggested changes and requests for waivers to this SOP to ADC, I&L (Contracts). 

This SOP applies to all USMC commands and activities using the GCPC for appropriated fund purchases. In accordance with the Memorandum of Understanding between Deputy Commandant, Installations and Logistics (DC, I&L) and the Commanding General, Marine Corps Systems Command (MCSC), the ADC, I&L (Contracts) has program management responsibility for the Marine Corps as the Level III Agency Program Coordinator (APC). The MCSC program was established as a Level IV APC. This SOP, therefore, applies to the MCSC GCPC Program. 
This SOP does not apply to the Marine Corps Community Services (MCCS) Nonappropriated Fund (NAF) Purchase Card Program. Instead, see EBUSOPSOFFINST 4200.2, DON NAF Policies and Procedures for the Operation and Management of the GCPC Program for guidance and procedures for NAF purchases. The MCCS web page may be accessed here: MCCS website. 
Commands managing GCPC programs shall create and implement local Internal Operating Procedures (IOPs), which shall not conflict with DON and USMC guidance. The local IOPs should be reviewed and updated every six months. CHs and AOs should be trained using the IOP every two years.   


2.0 USMC GCPC Program Management

2.4 Authority and Responsibility

The USMC GCPC Program Office, located in the Headquarters Marine Corps, Installations and Logistics (HQMC, I&L (Contracts)), has overall responsibility for the management and operation of the Marine Corps GCPC Program. The seven-level authority and hierarchy of the GCPC Program within DoD, DON, and the Marine Corps, is shown below. 
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* HQMC, I&L (Contracts) holds GCPC program management responsibility and serves as the Level III APC over the entire Marine Corps for appropriated funded transactions. For nonappropriated funded transactions, see NAF Instruction and website. 

 As the USMC GCPC Program Manager, the Level III APC functions include:

· Management and oversight of the Marine Corps GCPC Program.

· Perform on-site review of Level IV programs in accordance with the Procurement Performance Management Assessment Program (PPMAP).

· Promulgate policy and guidance and provide assistance to subordinate activities. 

· Review Level IV monthly transactional review reports and Level IV semi-annual review reports; consolidate and provide review results to the DON CCPMD. 
· Conduct training.

· Work with DON CCPMD, Citibank, Defense Finance and Accounting Service (DFAS), and others to resolve problems and look for ways to improve the Program.

· Attend conferences and participate in monthly Level III teleconferences.

2.5 Communication and Coordination

Key participants within the USMC GCPC Program include the Head of Contracting Activity (HCA), Head of the Activity (HA), Regional Contracting Offices (RCOs), and Comptrollers/Financial Managers. Agency Program Coordinators (APCs) and Financial Agency Program Coordinators (FAPCs), Approving Officials (AOs), Cardholders (CHs), and Budget Execution Activity (BEA) are the essential personnel in maintaining and improving efficiency and effectiveness in management, operation, and control of the USMC GCPC Program. Outside the Marine Corps, key participants include the Vendor who provides goods and services, Citibank (card provider), the DON CCPMD, and DFAS and the DoD GCPC Program Management Office. The collective actions of the USMC GCPC Program participants determine the effectiveness, efficiency, and success of the program. 

Communication needs to be frequent, clear, and productive among all USMC GCPC Program participants, including customers, vendors, and suppliers. Communication is accomplished through the chain of command and directly amongst all participants. GCPC conferences are an opportunity for interactive development through sharing best practices, problems, trends, improvements as well as an opportunity for additional training. Regular communication with the Office of Counsel for the Commandant and its field offices, the Inspector General, the Naval Audit Service, and other audit, investigative and law enforcement offices enhances oversight of the program and facilitates exchanges of useful information about possible misuse, abuse and fraud.

2.6 Key Program Personnel
The roles and responsibilities of key GCPC Program personnel, including the HCA, the HA or CO, APC, AO, and CH, are delineated in the NAVSUPINST 4200.99 Series and the respective DON CCPMD Desk Guides. The roles and responsibilities of these key personnel and other major participants in the USMC GCPC Program are set forth below.

2.6.1 Accountable Officials 
Key individuals in the GCPC Program are considered Accountable Officials and, as such, have pecuniary liability. Those Accountable Officials include APCs, AOs, CHs, Resource Managers and Fund Holders, and Automated Information System (AIS) Administrators. GCPC Program Accountable Officials are accountable and retain pecuniary liability for any erroneous payment that results from inaccurate information and data, including designation of the proper appropriations or other funds and erroneous payment as a result of negligent performance of assigned duties. Accountable Officials must become thoroughly familiar with their responsibilities and accountability delineated in Volume 5, Chapter 33 of the DOD Financial Management Regulation (FMR). Misuse of the GCPC may result in a fine of up to $10,000, imprisonment for not more than five years or both under 18 U.S.C. 287. Military members that misuse the GCPC may be subject to court martial under 10 U.S.C. 932, UCMJ Article 132.

This information concerning Accountable Officials is specifically included in the Designation Letter from the CCO or Level III APC. 

Note: When appointing a Foreign National as a GCPC participant, take precaution as Foreign Nationals may not be subject to pecuniary liability (may not be held personally liable). Commanding Officers should be made aware of this decision/opinion from GAO. (GAO Decision B-305919, DoD Accountable Officials – Local Nationals Abroad)

2.6.2 Head of Contracting Activity (HCA)

The HCA is responsible for providing oversight of activities to which they delegate contracting authority, including those activities under their cognizance managing and operating local GCPC programs. The HCA for the GCPC Program is the HQMC Deputy Commandant (DC), I&L. The HQMC Deputy Commandant (DC), I&L has re-delegated authority to grant procurement authority to activities to HQMC, I&L (Contracts) who in turn has delegated the authority to establish a GCPC Program to 20 USMC activities. HQMC, I&L (Contracts) also provides oversight of those programs and provides an annual report to DASN(A&LM) summarizing the results of GCPC Program reviews accomplished during the year. 

2.6.3 Head of Activity (HA)

The HA is responsible for support and sponsorship of all participants in the GCPC Program. In the Marine Corps, the HA is generally the local Commanding General or Commander of the activity where the GCPC program resides. HA responsibilities:
· Provide administrative and disciplinary action when instances of fraudulent, improper, and/or abusive GCPC transactions are found.

· Conduct internal management controls.

· Ensure appropriate resources are allocated. 

· Receive quarterly briefings from the Level IV APC on the GCPC Program in their Area of Responsibility (AOR).

· Review and approve the Semi-Annual Report submitted to the Level III APC. 

2.6.4 Chief of Contracting Office (CCO)

The Chief of Contracting Office (CCO) is the person, including the principal deputy to such official, with the authority to bind the Government to the extent of delegated purchasing authority. The roles and responsibilities of the CCO include, but are not limited to:

· Coordinate and execute USMC GCPC Program at the regional office. 
· Review and approve all nominations for APCs, AOs and CHs, unless delegated to the Level IV APC.
· Approve of the use of the GCPC as a method of payment up to $25,000.

· Issue Letters of Delegation to APCs, AOs and CHs unless delegated to the Level IV APC. 

The CCO normally delegates the above duties to the Level IV APC. For those contracting activities delegated limited contracting authority where there is no CCO, contracting authority will be delegated to the Contracting Officer by HQMC, I&L (Contracts). In addition, the APC at these limited contracting activities may be appointed by the Level III APC, HQMC, I&L (Contracts). 

2.6.5 Agency Program Coordinator (APC)

There are various levels of APCs:  Level III APCs provide overall program management at the HQMC level, Level IV APCs provide management at the regional or base level, and Level V APCs provide program management of specific AO Level VI accounts. In addition to the APC roles and responsibilities outlined in the NAVSUPINST 4200.99 Series and DON CCPMD Desk Guides, the following USMC GCPC Program specific duties are applicable to APCs of all levels: 
· Provide day-to-day oversight and audit management to include span of control, profile management, delinquency, credit limit, OMB reporting, inactive cards, and convenience checks. 

· Use Citibank Custom Reporting System (CCRS). 

· Ensure all training requirements are met and maintain copies of training records. 
· Complete DD Form 577 Appointment/Termination Record – Authorized Signature Form. 

· Ensure outgoing AOs are replaced in sufficient time; ensure CH accounts are suspended at least 30 days prior to CH departure. 

Level V APCs report to the Level III APC at HQMC, I&L (Contracts) through their Level IV APC. At some locations, the Level IV and Level V duties are performed by a single individual who is a Level IV APC. For this reason, Level IV and V duties have been grouped together below. 
Level III (HQMC) APC Roles and Responsibilities
· Manage the Agency GCPC Program.

· Review monthly and semi-annual reviews.

· Collect and submit quarterly reports to the Office of Management and Budget (OMB). 

· Attend APC conferences and monthly DON CCPMD teleconferences.

· Provide semi-annual reviews to DON CCPMD.
· Conduct on-site audits of each Level IV account on an 18-month cycle. 

· Respond to outside auditors and higher level data calls. 

· Provide scheduled and ad-hoc GCPC Program training across the USMC. 

· Report any instances of suspected misuse, abuse, or potential fraud to the Level II APC.

Level IV (Regional) and Level V (Activity) APC Roles and Responsibilities

· Perform monthly 100% transaction reviews. Download all transactions into an Excel spreadsheet and perform a visual overview of all transactions to identify questionable transactions. 

· Of the 100% transaction review, select 10% of the transactions and perform a complete file audit to include any questionable transactions identified. 

· Prepare monthly report for submission to Level III or IV APC. 
· Provide quarterly briefings to HA or CO. 
· Prepare Semi-Annual Report, brief the HA, and obtain signature. 

· Perform, oversee, and manage monthly and semi-annual transactional GCPC reviews. Report results to Level III or Level IV APC.

· Conduct semi-annual reviews to determine continuing need for CHs to retain GCPCs. 

· Monitor Span of Control: ensure APC to CH ratio does not exceed 1:300, AO to CH does not exceed 1:7. 

· Perform fiscal year rollover functions. 
· Ensure program personnel, AOs, and CHs are properly appointed, trained, and capable. Ensure profiles match local missions. 

· Perform account management. 

· Establish accounts for new AOs and CHs.

· Establish single purchase limits and cycle limits. 

· Review and approve Merchant Category Codes (MCCs) for each account. 
· Assign LOAs. 

· Review accounts to ensure they are still active, close out inactive accounts, and reduce accounts to $1 for deployed personnel. 
· Conduct audits of AO and CH accounts.

· Provide delinquency management to ensure invoices are approved in a timely manner. Greater than 30-day delinquencies shall not exceed 1 percent of the Activity’s current balance. 

· Monitor DFAS and Citibank reports to ensure prompt payment and avoid delinquencies. DFAS “myinvoice” web site can be accessed through the MyInvoice website.
· Provide training to AOs and CHs and maintain training records.

· Report any instances of suspected misuse, abuse, or potential fraud to the Level III or IV APC. 

· Recommend administrative or disciplinary action, including restitution, to the HA in instances of misuse, abuse, or fraud. 

· Establish a file for each AO and CH to maintain the following documentation: 

· Nomination letter
· Training documentation
· Letters of delegation
· DD Form 577
· Account setup forms
· Record of any disciplinary action
2.6.6 Approving Official (AO)/Certifying Officer

The AO, normally the supervisor of the CH (recommended), ensures the CHs under his/her billing account fulfill their responsibilities under the GCPC Program. In addition to the AO’s roles and responsibilities delineated in the NAVSUPINST 4200.99 Series, DON CCPMD Desk Guides and the Financial Management Regulations Volume 5, Chapter 33, the following USMC GCPC Program specific roles and responsibilities apply: 

· Receive appointed as a certifying officer by the completion of a DD Form 577 (“Appointment/Termination Record Record/Authorized Signature”). The DD Form 577 must specifically identify the types of GCPC payments to be certified. The appointing authority, Section I of the DD Form 577 is the CCO or designee (APC). This form also serves as the official signature verification of the AO. 
· Ensure completed DD Form 577 Appointment/Termination Record - Authorized Signature Form is forwarded to the APC who then sends the form to the disbursing officer (DFAS). 
· Review, approve, and certify the AO’s monthly billing statement (official invoice) within five days of receipt. AO will reconcile CH statement when the CH is unavailable or fails to do so in a timely manner.
· Download monthly billing statements from the Smart Pay 2 (SP2) landing page in advance of receiving statements by mail when certifying manually. 

· Ensure monthly billing statements are accurate.

· Ensure monthly statements are signed, dated and retained in the file when certifying manually. If certifying electronically, print out the electronic statement,  sign, date, and retain in the file.

· Ensure all CH transactions are legal, proper, and mission essential. 

· Verify supporting transactional documentation (e.g., receipt, acceptance, and inspection of the supplies or services) prior to certifying invoices.

· Separation of function 
· AOs may not  certify the availability of funds. . 

· Ensure the CH does not sign for receipt of goods and CH does not certify the availability of funds.
· Notify APC of any suspected unauthorized purchase.
2.6.7 Cardholder (CH)

The nomination of a CH leading to the CH appointment represents confidence in the CH’s integrity and ability to procure mission requirements in accordance with all applicable regulations and instructions. In addition to the CH roles and responsibilities delineated in the NAVSUPINST 4200.99 Series and DON CCPMD Desk Guides, the following USMC GCPC Program specific roles and responsibilities apply:  

· Complete DD Form 577 Appointment/Termination Record. 

· Ensure proper, adequate funding is available. CHs may not certify the availability of funds.
· Screen all requirements for availability from mandatory Government sources of supply first.

· Rotate micro-purchase requirements among qualified suppliers to the maximum extent possible. 

· Ensure all purchases are legal, proper, mission essential at fair and reasonable prices from responsible suppliers.
· Ensure micro-purchases are compliant with Section 508 of the Rehabilitation Act (guaranteeing electronic and information technology are accessible to people with disabilities).

· Maintain a purchase log to document individual transactions. 

· Review, reconcile, and certify the CH monthly statement and forward to AO with supporting documentation within five days of receipt.

· Follow appropriate procedures for “pay and confirm” and/or disputes (see 4200.99 Chapter 2).

· Resolve questionable transactions and initiate disputes in a timely manner; track disputes to completion.
· Ensure proper separation of function is occurring for each transaction. 

· CH shall not sign acceptance/inspections of goods/services.
· CH shall not approve availability of funds.
· Maintain physical security of the card.

· Notify issuing bank, AO and APC immediately if the card is lost or stolen.
2.7 Financial Management

Fund management, usage, and execution are key elements for successful management of the GCPC Program. Program participants must have an understanding of the nature and importance of financial issues as they work with financial management personnel, to include Comptrollers, Budget Execution Activities (BEAs), Budget Execution Subactivities (BESAs), and fiscal personnel responsible for the prompt recording of all obligations according to appropriation law.

Each GCPC Program Level IV APC must develop and coordinate financial details required for the activity’s financial management system before an account can be established in Citibank’s online card management system, CitiDirect. This is accomplished by coordinating with financial management personnel to confirm Line of Accounting (LOA) and Financial Information Pointer (FIP) information is valid and accurate. Among the many USMC GCPC Program participants, the Comptroller and BEA play vital roles in the effective financial management of the GCPC Program within a command. 
2.7.1 Standard Accounting, Budgeting, and Reporting System

The Standard Accounting, Budgeting, and Reporting System (SABRS) is the official accounting system for the U.S. Marine Corps and was designed to meet the fiduciary standards established by the Government Accountability Office (GAO), Office of Management and Budget (OMB), United States Department of the Treasury, and Department of Defense (DoD). 

SABRS matches budget formulation data with budget execution information. Personnel manually post transactions affecting obligations and expenses into SABRS or the transactions are processed automatically through electronic system interfaces with SABRS. Payments are processed through electronic interfaces with the various disbursing systems. Users employ elements and coding fields in formulation and execution to tie the actual fund obligation and expenditure back to authorized and budgeted amounts. 
Accounting Levels. SABRS has two key features for transaction tracking and information collection: 
· Standard Document Number (SDN):  SDNs are assigned to each transaction and provide unique classification of a single requisition. SDNs enable BEAs to track each transaction processed in SABRS from creation to completion. 
· Financial Information Pointer (FIP):  The FIP is a collection of data elements that serves as a key to collect and classify funds by the type of funds used and the purpose for which they are executed. Proper use of the FIP is essential to linking execution information with budget formulation data. 
SABRS, therefore, accounts for funds at two levels: transaction and program. Transaction data updates the appropriate subsystems in SABRS and provides program level information through the FIP assigned to each individual transaction. The APC must coordinate with financial management personnel to ensure proper construction and loading of the LOAs and FIPs required for Marine Corps accounts when establishing AO and CH accounts in CitiDirect. This will ensure the proper linkage of financial data in CitiDirect, SABRS and the DFAS Vendor Pay systems.

Transaction Process. SABRS operates around a multi-step process for each specific transaction:  Commitment, Obligation, Expense, and Liquidation. CitiDirect transactions are recorded in SABRS either manually or electronically based on the selected card classification in the AO/CHs CitiDirect profile.

· Electronically:  DON Letter 4200, Oel/199 Accelerated Implementation of Purchase Card Electronic Certification from the Deputy Commander, DON eBusiness Operations Office requires electronic processing of all CitiDirect transactions. 
· Manually:  Transactions are recorded manually in SABRS when an electronic means is not available. 
Attachment A: Electronic Reconciliation/Payment Flow Chart illustrates the electronic reconciliation/payment process. See also Section 7.0 Reconciliation and Payment. 

2.7.2 Comptroller 

The Comptroller has overall financial responsibility for managing command funding and therefore, should assist in identifying a Financial Agency Program Coordinator (FAPC)/Alternate APC. For most commands, the FAPC/Alt APC is located in the local Comptroller’s office and is responsible for maintaining the LOA/FIP data within CitiDirect and SABRS. The FAPC/Alt APC and the primary APC work together to establish account limits for AOs and CHs. They also ensure the funds approval process is streamlined in order to provide effective financial management controls. Roles and responsibilities of the Comptroller include the following:

· Assist BEA and the FAPC with day to day financial matters.
· Establish financial authority/spending allowances for GCPC accounts.
· Establish valid LOAs and ensure LOAs and FIPs are loaded into SABRS and CitiDirect.
· Assist AOs/CHs in understanding and complying with Financial Management Regulations (see DOD Financial Management Regulation 7000.14-R)).
· Advise the primary APC, AO, and CHs of approved spending allowances. 

· Ensure CitiDirect transactions are recorded in a timely and accurately manner into SABRS.

· Conduct BEA assist visits for the purpose of detecting and correcting erroneous CitiDirect transactions.
· Review the daily SABRS error reports (PRTERROR) and DFAS’ Vendor Pay Inquiry System website for correction of spending and payment errors. 
· Ensure activities maintain proper financial records and source documents supporting fund execution for the life of the appropriation and for the required six years and three months.
2.7.3 Financial Agency Program Coordinator (FAPC)/Alternate APC

The roles and responsibilities of the FAPC/Alt APC include the following:

· Works with and assists the primary APC. Nominated by the Comptroller.
· Carry out duties assigned by the Comptroller to include loading LOAs into SABRS.
· Assist the primary APC in correctly loading the approved LOAs for each CH into the CitiDirect automated system.
· Validate that SABRS tables are loaded correctly to support the LOAs in CitiDirect; ensure the obligation interface posts the LOA obligation.
· Oversee transactions in SABRS to ensure timely, accurate posting of financial information, proper usage of funds, correct coding, and validity of obligations.
· Track the PRTERROR report and DFAS’ Vendor Pay Inquiry System website for correction of identified spending and payment errors.
2.7.4 Budget Execution Activity (BEA)

The roles and responsibilities of the BEA include the following:

· Ensure supporting documentation is maintained to support each GCPC transaction.

· Track GCPC transactions on Daily Transaction Report.

· Ensure funding types (e.g., bulk or transactional) are correct for each GCPC account.
· Monitor available fund balances to ensure funds granted are not over obligated or over-expended.
· Ensure funds are executed for valid requirements under the executed appropriation.
· Maintain and monitor supporting documentation files and memorandum records for the required six years and three months.
2.7.5 Defense Finance and Accounting Service (DFAS) 

The Defense Finance and Accounting Service (DFAS) has functional responsibility for DoD finance and accounting policies, procedures, standards, systems, and operations. DFAS is responsible for making both manual and electronic GCPC payments through the Vendor Pay Section. The DFAS service center located in Columbus, OH (DFAS-CO) is the primary service center for the USMC. DFAS-CO provides financial and accounting support and is responsible for the monthly reporting of accounting information for the Marine Corps. 
DFAS duties and responsibilities include the following:

· Process and post liquidations or payments that affect all appropriations.
· Maintain DD Form 577 Appointment/Termination Record – Authorized Signature for Approving/Certifying Officials.
· Provide Certification Failure Report back to unit if signature card is not on file.
· Maintain Unit Identification Code (UIC) Table based on notification by unit/APC/AO.
· Provide Vendor Pay Inquiry System (VPIS) Status of Payment Reports to the Marine Corps. APCs and AOs may access the DFAS “myinvoice” website.
· Pre-validate and, if necessary, request a manual invoice if CitiDirect electronic invoice fails.
· Request that obligation data be placed into SABRS from unit if invoice fails the pre-validation process.
3.0 GCPC Program Requirements 
3.8 Training
APCs, AOs, CHs and FAPCs requesting full access as an Alternate APC must receive initial training on GCPC policy as well as refresher training every two years. It is highly encouraged that the Head of Activity (HA) also receive initial training on GCPC policy as well as refresher training every two years. 
The APC must maintain training records for alternate APCs, AOs, CHs, and FAPCs for the duration of time the participant serves in the capacity plus three years beyond.

USMC GCPC Program Training Requirements

	Training 
	When
	Who

	DON CCPMD Computer Based Training
	Prior to designation; required refresher every 2 years
	APC, AO, CH, and FAPC

	DAU Continuous Learning Center DoD GCPC Tutorial
	Prior to designation; recommended refresher every 2 years
	APC, AO, CH, and FAPC

	Initial Training on Purchase (SOP/IOP) Card Policy
	Upon designation; required refresher every 2 years
	APC, AO, CH (HA encouraged)

	Ethics Training 
	Annually
	All GCPC Participants who file an OGE 450

	DAU CON 237 Simplified Acquisition
	Prior to designation
	SF 1402 appointed CH

	Section 508 Training (recommended)
	Upon designation
	APC, AO, CH


3.8.1 Initial Training

Prior to designation as a program participant via a letter of delegation, all prospective APCs, AOs and CHs shall successfully complete mandatory online training on DoD and DON policies and procedures, as well as local internal operating procedures.

Mandatory requirements include role-based training via the DON CCPMD Computer Based Training (CBT) Modules and the “DOD Government GCPC Tutorial” via the Defense Acquisition University (DAU) Continuous Learning Center. In addition, CHs with delegated authority greater than the micro-purchase threshold and thus appointed via an SF 1402, must also successfully complete the DAU CON 237 Simplified Acquisition course. 

Deployed personnel or others who are unable to access the online certification testing application must certify to their APC that they have completed all mandatory training. The APC will document the individuals’ record that training was completed and testing will occur as soon as access to the online testing application is available. The APC must maintain a training log for tracking of AO and CH training (see Attachment B: Automated Training Log), to ensure all mandated training requirements and refresher training have been completed by GCPC program participants.
3.8.2 Refresher Training 
Refresher training on current DON policies and procedures and local internal operating procedures is required at least every two years. All CHs, AOs and APCs shall take the

appropriate role-based DON CCPMD training.

Any CH or AO (with the exception of those who are deployed) who have not completed the required refresher training shall have their accounts immediately suspended by the APC. 

Accounts will not be reinstated without the approval of the APC that suspended the card or a higher level APC.

3.8.3 Ethics Training 

Annual ethics training requirements for all Government employees is found in the Joint Ethics Regulation (JER), DoD 5500.7-R, and 5 CFR 2638.705. GCPC Program participants required to complete an OGE 450 Confidential Financial Disclosure Report, must take annual ethics training. See Section 3.1.4.
3.8.4 Training Documentation and OGE Form 450

Program participants (APCs, alternate APCs, AOs, CHs, and FAPCs) must maintain individual training certificates and supporting documentation. Primary Level IV and V APCs must maintain training documentation for each program participant under their program. 
CHs who make purchases in excess of $100,000 per fiscal year and AOs who certify in excess of $100,000 per fiscal year must complete OGE Form 450. CHs and AOs who do not exceed these respective thresholds may still be required to complete OGE Form 450 if required by their supervisor when, in the supervisor's judgment, the CH or AO otherwise has duties involving the exercise of significant independent judgment over matters that will have a substantial impact on the integrity of DON operations or relationships with non-Federal entities, or to avoid actual or apparent conflicts of interest.

3.9 Personnel 

3.9.1 Personnel Requirements

The following personnel may be issued a GCPC or be appointed as an AO or APC:

1. Civilian Government Employees.
2. Members of the Armed Forces.
3. Foreign Nationals subject to operational control and day-to-day management and supervision by U.S. Civilian and Military personnel. Note: When appointing a Foreign National as a GCPC participant, take precaution in the fact that Foreign Nationals may not be subject to pecuniary liability (may not be held personally liable). 

Contractor support services may be used to assist an APC in fulfilling administrative responsibilities under the following circumstances:

4. Level-III and HA approval of a business case analysis per each request for Contractor services. 

5. Direct oversight of Contractor by the primary APC. 

6. Contractor must sign a Non-Disclosure Agreement (NDA).

7. Contractor will have read-only access to the bank system.

8. Contractor will not be an AO. 

3.9.2 Delegation of Authority 
A Letter of Delegation on Command letterhead (see Sample APC Appointment Letter, Sample AO Letter of Delegation, and Sample CH Letter of Delegation) is given to each APC, AO, and CH outlining the duties and responsibilities of their position. Depending upon the authority being delegated, SF 1402 Certificate of Appointment may be used as the Delegation Letter. NAVSUPINST 4200.99 Table 1 (updated in PCPN 3) provides a summary of situations and requirements: 

	Situation
	Letter of Delegation
	SF 1402*

	Open market purchases
	Up to the micro-purchase threshold
	N/A**

	Blanket Purchase Agreements (BPA) Calls
	Up to the micro-purchase threshold
	Over the micro-purchase threshold Not to Exceed $100,000

	Training using SF 182
	Up to $25, 000
	N/A

	DAPS
	Up to $100,000
	N/A

	Issue and place orders against Letters of Agreement (LOA)
	N/A
	Over the micro-purchase threshold Not to Exceed $25,000

	Delivery Order against Federal Supply Schedule (FSS)
	Up to the micro-purchase threshold
	Over the micro-purchase threshold

	Orders against Indefinite Delivery Type Contracts (IDTC)
	Up to the micro-purchase threshold 
	Over the micro-purchase threshold 

	AbilityOne Program/UNICOR products only
	Up to $100,000
	Over $100,000

	Mix of commercial and AbilityOne Program/UNICOR products
	Up to the micro-purchase threshold 
	Over the micro-purchase threshold 

	Method of Payment***
	All instances 
	N/A


*Most types of contracting methods requiring a SF1402 also require a HCA Delegation of Authority.
**All open market purchases above the micro-purchase threshold must be made by a Contracting Officer. 
*** See GCPC Module 5.5.

3.9.3 Becoming a GCPC Cardholder

The GCPC CH is responsible for utilizing the GCPC for official Government purchases only. Each GCPC has the CH’s name specified on the front of the card and is non-transferable. The following steps must be taken to be appointed a GCPC CH:

1. Obtain written nomination – CHs and AOs are nominated via letter by their supervisors. 

2. Complete required training as specified in Section 3.1. 
3. Obtain authority to purchase supplies and/or services. 

· Delegation Letter in accordance with the NAVSUPINST 4200.99 including pecuniary liability, or

SF 1402 Certificate of Appointment in conjunction with  a separate letter of accountability issued by the AO or the Chief of the Contracting Office (CCO) or their designee (APC).

Note: Foreign Nationals may not be subject to pecuniary liability
4. Complete DD Form 577 – approved and maintained by APC. 

5. APC establishes CH account with Citibank. 

· Bank issues card and grants CH access to the online card management system, CitiDirect.
6. Complete Office of Government Ethics (OGE) Form 450, if required (CHs purchasing more than $100,000 per fiscal year), see Section 3.1.4. 

· Note: This documentation must be maintained by Counsel.

3.9.4 Becoming an Approving Official 

The AO is the Program’s first line of defense in identifying misuse, abuse, and fraud. The AO is responsible for ensuring proper use of the GCPC through approvals of all CH purchases and certification of monthly invoices for payment. The following steps are required to be appointed an AO:

1. Obtain written nomination by their supervisor.

2. Complete required training as specified in Section 3.1.

3. Obtain written appointment from the APC in accordance with the NAVSUPINST 4200.99 Appendix C to include the following:

· AO responsibility.
· Pecuniary liability. 

4. Complete DD Form 577 (“Appointment/Termination Record – Authorized Signature”). 
· The designated AO shall be appointed as the certifying official via the DD Form 577.

· The DD Form 577 must specifically identify the types of payments (GCPC) to be certified.
· APC approves the DD 577 and forwards to DFAS payment office.
5. APC establishes an AO account with the bank.

· Bank grants access to the online card management system, CitiDirect.
6. Complete OGE 450 if required (for AOs certifying transactions exceeding $100,000 per fiscal year). 

Note: The AO should be the supervisor of each CH. 

3.9.5 Becoming an Agency Program Coordinator 

The APC has the overall day-to-day management and oversight of the GCPC Program for their activity. The APC is responsible for ensuring proper use of the GCPC through monthly and semi-annual transaction reviews and reviews of internal management controls. Steps to becoming an APC are as follows:

1. Complete required training.
2. Obtain written Delegation Letter from the CCO specifying the following:

· APC responsibilities.
· APC as an Accountable Official. 

3. Complete DD Form 577; CCO approves and APC maintains.

4. A higher or equal level APC establishes an account with the bank.

· Bank grants access to the online card management system, CitiDirect.
4.0 Account Information and Procedures

4.10 Limitations

Each GCPC account is established with a single purchase limit (micro-purchase threshold), and billing cycle limit. The CH’s delegation of authority document specifies these limits commensurate with anticipated purchase requirements. 

4.10.1 Single Purchase

Each CH’s delegation of authority document shall include limits commensurate with anticipated purchase requirements of the CH. Any CH with a single purchase limit set up within the bank system greater than $250,000 is required to provide justification to the Level IV and obtain written approval from DON CCPMD via the Level III APC. Single purchase limits are a part of the required quarterly maintenance reviews by Level IV and V APCs. Single purchase limits are also reviewed quarterly by the DON CCPMD. 
APCs should review the CH expenditures for the previous twelve months and select the highest single transaction dollar amount as the limit. For new accounts for which no spending patterns exist, the APC should conduct an anticipated spending pattern projection.

4.10.2 Method of Payment

The GCPC may be used as a method of payment. ADC, I&L (Contracts) letter Marine Corps Policy for the Use of the GCPC as a Method of Payment for Actions Over $2,500 dated August 20, 2004, established policy for use of the GCPC as a method of payment. To obtain a waiver to this policy, CHs must obtain approval from the head of the Regional Contracting Office (RCO), or their designee, to use the GCPC as the method of payment for purchases above $2,500 for services, $3,000 for supplies, and below $25,000. Use of the GCPC as the Method of Payment for purchases of $25,000 or more requires approval by HQMC, I&L (Contracts). 
When using the GCPC with Government sources of supply or as a method of payment for simplified acquisitions and electronic orders placed against competed IDIQ contracts, the threshold is $100,000 ($5.5 million for commercial items including options, using the procedures of FAR 13.5), and $9,999,900 for orders issued against GSA schedule contracts or other IDCs. 

Additionally, use of the GCPC as a method of payment must be in accordance with the procedures set out in NAVSUPINST 4200.85D, DON Simplified Acquisition Procedures, Chapter 9, Use of the Government Commercial Purchase Card as a Method of Payment.

4.10.3 Billing Cycle (30 days)
Each CH and AO account delegation of authority shall include their billing cycle limit. The billing cycle limit may be assigned in increments of $100. CH and AO billing cycle limits shall be reviewed by the APC, at a minimum, quarterly. For existing accounts, the APC should review the CH’s expenditures for the previous twelve months, select the month with the highest expenditures, and use that amount to establish the billing cycle limit. For the AO, the APC should add the billing cycle limits for all CHs and use 2 times that amount for the AO billing cycle limit. For new accounts for which there is no spending history, the APC should conduct an anticipated spending pattern projection, and apply the guidelines above to the projection. In the absence of any other information, a billing cycle limit of $5,000 is recommended for the CH.

4.10.4 Merchant Category Codes 
Transactions may also be limited by merchant type. Merchant Category Codes (MCCs) may be assigned or blocked in CH bank account profiles. DON has blocked GCPC transactions for certain categories of merchants. Examples include casinos, jewelry stores, and drinking establishments. The DON CCPMD website contains a list of current DON-wide MCC blocks These MCCs are automatically applied to CH account profiles at the time of account set-up. APCs should further limit CH transactions by blocking MCCs for which there is no need. Conversely, APCs may request approval by DON CCPMD (via the Level III APC) to unblock MCCs.
4.10.5 Purchase Limits

	Micro-Purchase Requirements

	Supplies
	≤ $3,000

	Services
	≤ $2,500

	Construction 
	≤ $2,000

	Procurements Outside of the United States 
	≤ $3,000

	Contingency Operation or Defense against Nuclear, Biological, Chemical, or Radiological Attack
	≤ $15,000 inside the U.S.
≤ $25,000 outside the U.S.

	OCONUS Purchases

	Procurements OCONUS 
	≤ $25,000

	Method of Payment

(Warranted Contracting Officers Obtaining Supplies/Services via a Contract Vehicle)

	DoD Printing Requisitions 
	≤ $100,000

	Purchase Orders, Blanket Purchase Agreement (BPA) Orders
	≤ $100,000

≤ $5.5M for commercial items

	Delivery Order against Federal Supply Schedules 

or

Basic Ordering Agreements (BOAs) under Indefinite Delivery Contracts
	≤ $9,999,900

	Oral Orders for supplies against Letters of Agreement 
	$3,000 – $25,000

	Delivery and Task Orders against competed IDIQ Contracts
	≤ $100,000

	Training Requirements using SF 182
	≤ $25,000


4.10.6 Unauthorized Commitments

An unauthorized commitment is an agreement that is not binding solely because the Government representative who made it lacked the authority to enter into that agreement on behalf of the Government (FAR 1.602). The ordering and acceptance of supplies and services without benefit of a legal contract constitute an improper act and does not obligate the Government for the items ordered, but may incur a personal liability to the individual who made the commitment. Such agreements can be ratified, or approved, after they have been illegally authorized, but only by an official who has the authority to do so and only when certain conditions are met. The GCPC may not be used as a method of ratifying an unauthorized commitment. For more information on the ratification of unauthorized commitments, see CMPG 5.11.
4.11 Safeguarding the GCPC 

It is the CH’s responsibility to ensure that the GCPC is safeguarded and is not used by any other individual for any reason. The CH will not carry the GCPC on his or her person unless conducting official Government business.

4.11.1 Reporting Lost or Stolen GCPCs

If a GCPC is lost or stolen the CH must notify the bank immediately. The CH must then provide written notification to the AO and APC with the following information: 

· GCPC account number.
· CH complete name.
· Date and location loss became evident.
· Date and time the bank was notified. 

· If stolen, date and time theft was reported to police.
· Purchases made on the GCPC since it became lost or stolen.
4.11.2 Account Closing and Check-Out 

The APC shall ensure, to the maximum extent practicable, that CH accounts are suspended at least 30 days prior to the projected date of transfer, retirement, or termination. To avoid further charges, APCs will reduce single and monthly credit limits to $1 after all transactions have posted to the CH account. In addition, the purchase card shall be destroyed and closed out in Citidirect. Communication between CH and the AO is important to ensure that any CH transactions made prior to his/her departure are made known to the AO. The AO can then certify the CH statement in his/her absence. 

APCs should perform quarterly reviews of their CH and AO listings against Command’s official personnel roster to close out any accounts not verified by their personnel office. 
IOPs should specify local check-out procedures for outgoing AOs and CHs. Alternate AO accounts should be established to ensure that no payments become delinquent in the unforeseen absence of a primary AO. 
5.0 Making Purchases

5.12 Mandatory Use of the GCPC
DFARS 213.270 requires the use of the GCPC as the method of purchase and/or method of payment for purchases valued at or below the micro-purchase threshold. This policy applies to all types of contract actions authorized by the FAR unless one of the following applies: 

1. A General or Flag Officer or a member of the Senior Executive Service (SES) makes a written determination that – 

a. The source or sources available for the supply or service do not accept the GCPC; and 

b. The Contracting Office is seeking a source that accepts the GCPC.

2. To prevent mission delays, if an activity does not have a resident General or Flag Officer or SES member, delegation of this authority to the level of the senior local commander or director is permitted; or 
3. The purchase or payment meets one or more of the following criteria:
a. The place of performance is entirely outside the United States and its outlying areas. 

b. The purchase is a Standard Form 44 purchase for aviation fuel or oil.
c. The purchase is an overseas transaction by a Contracting Officer in support of a contingency operation as defined in 10 U.S.C. 101(a)(13) or a humanitarian or peacekeeping operation as defined in 10 U.S.C. 2302(8). 
d. The purchase is a transaction in support of intelligence or other specialized activities addressed by Part 2.7 of Executive Order 12333. 

e. The purchase is for training exercises in preparation for overseas contingency, humanitarian, or peacekeeping operations. 

f. The payment is made with a convenience check. 

g. The payment is for a transportation bill.
h. The purchase is under a Federal Supply Schedule contract that does not permit use of the Governmentwide Commercial Purchase Card.
i. The purchase is for medical services and:
i. It involves a controlled substance or narcotic;
ii. It requires the submission of a Health Care Summary Record to document the nature of the care purchased; 

iii. The ultimate price of the medical care is subject to an independent determination that changes the price paid based on application of a mandatory CHAMPUS Maximum Allowable Charge determination that reduces the Government liability below billed charges;
iv. The Government already has entered into a contract to pay for the services without the use of a purchase card;
v. The purchaser is a beneficiary seeking medical care; or
vi. The senior local commander or director of a hospital or laboratory determines that use of the GCPC is not appropriate or cost-effective. The Medical Prime Vendor Program and the DoD Medical Electronic Catalog Program are two examples where use of the GCPC may not be cost-effective. 
5.13 Making a Micro-Purchase 

The CH should use a standardized Purchase Request form prior to making any purchases. A micro-purchase worksheet is provided in Attachment C and may be used by CHs and customers to initiate new requirements. The CH must ensure funds are available and must obtain approval by an authorizing official prior to purchasing supplies or services using the GCPC. The CH should complete the Purchase Request form to include all supporting documentation in anticipation of future audits. The CH should take the following action when making a micro-purchase:
1. Complete Micro-Purchase Worksheet (see Attachment C). 

2. Obtain written verification of Availability of Funds (see sub paragraph 12c below). 

3. Screen Mandatory Sources of Supply and document the results.
4. Ensure purchases of electronic and information technologies (EIT), except when part of a weapons system, are compliant with Section 508 of the Rehabilitation Act of 1973 which states that Federal agencies must accommodate the needs of people with disabilities. CHs must use the “Buy Accessible Wizard” available at BuyAccessible, to determine if the EIT being purchased complies with Section 508 requirements. The CH must print the website screening results and include in the transaction file. 
5. Conduct Market Research and document the results on the Micro-Purchase Worksheet (or equivalent). 

6. Obtain Approvals prior to making the purchase. 

a. Special Internal Approval, if required (e.g., for IT equipment, hazardous material)

b. AO

7. Review List of Prohibited and Special Attention Items (see 4200.99 and 4200.85 Series and Attachment D of this SOP)

8. Consider the Necessary Expense Rule

a. Is the purchase reasonably necessary to carry out an authorized agency function or will the purchase contribute materially to the effective accomplishment of that function?

b. Is the expenditure prohibited by law?

c. Is the expenditure otherwise provided for – within the scope of another appropriation or statutory funding scheme?

9. Place the Order (over-the-counter or via telephone/fax/Internet)

a. Ensure credit card fees paid by the vendor are not included in the price of the items purchased.
b. Ensure vendors do not charge sales tax.
c. Ensure vendors do not utilize a third-party Vendor that processes the purchase card transaction (e.g., PayPal).
d. Ensure vendors do not bill until after material has been shipped or service provided. 
10. Ensure rotation of commercial sources of supply. 

11. Record the purchase on the CH Purchase Log (see Attachment E: Electronic Purchase Log)
12. Inspection/Acceptance (minimum two-way separation of function)

a. Ensure receipt of a proper and valid invoice or sales receipt. A proper and valid invoice or sales receipt must show the unit price, the total amount, date of the transaction, shipping/handling and tax (if applicable).
b. At a minimum, a two-way separation of function must occur to protect the integrity of the procurement process. The individual responsible for the purchase of a supply or service (CH) shall not perform the receipt, inspection and acceptance function.

c. Acceptance documentation must acknowledge what items and quantities were received. 

d. Per OUSD Memo, Revised Purchase Card Internal Controls, key duties such as making the purchase (CH); certifying invoices for payment (AO); certifying the availability of funds (Financial and Resource Managers); and policy, reviewing, and auditing functions (APC and Property Book Officers) will be assigned to different individuals within the GCPC hierarchal structure to minimize the risk of misuse to the greatest extent possible. A CH shall under no circumstances also certify the availability of funds. Activities with limited resources may request a waiver from the Level III APC with a recommendation from the Level V and/or Level IV APC to allow the AO to also certify the availability of funds. 
13. Ensure AO has verified the existence of sales receipt or invoice and receipt and acceptance documentation.

14. Follow Pay and Confirm Procedures, if required. 

a. Used when CH has been billed and has not received items ordered, or when items received are damaged and will be repaired or replaced under warranty. 

b. CH confirms with the Vendor that items ordered are in transit and reconciles the monthly statement in anticipation of receipt of supplies within the next billing cycle. 

c. CH pays the invoice in full and tracks the transactions that have not been received. 

d. If the supplies are not received within the next billing cycle, CH must dispute the item using established dispute procedures. 
e. Ensure minor property and pilferable items are recorded in local property control 
                  tracking records in accordance with Marine Corps Order (MCO) P10150.1  

                  Garrison Property Policy Manual: dated 8 May 92 and the activity’s local IOP. See
                  paragraph 5.4 Property Accountability Standards, below. 
15. Ensure proper documentation is included in the purchase file.

a. GCPC Micro-Purchase Worksheet or equivalent (Purchase Request and Funding Document, if separate)

b. Supporting documentation: e.g., screening/research documentation, approvals, documentation when purchasing “special attention” supplies or services i.e. test results of non-potable water when bottled water is purchased. 
c. Itemized invoice or sales receipt (specifying items/prices)

d. Evidence of receipt of goods, if separate from the Micro-Purchase Worksheet

Attachment F: Checklist of Required Documentation may be used by CHs to ensure the required documentation is contained in each purchase file. 

5.14 Supply Sources 

Prior to initiating any micro-purchase, the CH should check with his/her local Marine Corps supply section personnel for availability of items before purchasing from some other source. The CH shall also conduct a search of mandatory sources of supply as required by FAR Part 8 and document the results of the search on the Micro-Purchase Worksheet or equivalent. 
The following website contains reference lists of available items:

· The Committee for Purchase From People Who Are Blind or Severely Disabled (NIB/NISH) as required by the Javits-Wagner-O’Day Act (JWOD). Note: The NIB/NISH Committee has changed the name of the JWOD Program to the AbilityOne Program.
· Federal Prison Industries (FPI) (no longer mandatory for requirements less than $3,000).
FPI and NIB/NISH products may also be obtained from the DoD EMall or GSA Advantage. 
Note: GCPC transactions do not require Vendors to be registered in the Central Contract Registration (CCR) database. For other exceptions, where potential Vendors are not required to register in CCR, see FAR 4.1102.

5.14.1 Office Supplies

Effective 1 May 2006, all DON purchases of office supplies by appropriated fund activities are limited to the various contracting vehicles available on the DoD EMALL or from existing base supply stores/ServMarts. A Base supply store/ServMart is an on-installation retail store operation selling a wide range of office, janitorial supply, and other products, including AbilityOne items, to primarily meet the same-day shopping needs of its government customers. Existing Base Supply Stores supporting Navy Customers at various locations around the world include stores operated by NIB/NISH organizations, NEXCOM, or GSA, as well as the FISC San Diego Virtual Office Supply Contract. Deployed units are exempt from this policy. PCPN 17, Implementing Guidance for DON Acquisition Policy on Office Supplies restricts the purchase of office supplies from the DOD EMALL to either the “Navy Contracts” or “Federal Strategic Sourcing” corridors. General Services Administration Federal Supply Schedule 75, Special Item Number 200, defines office supplies as commercially available off-the-shelf items. Examples include: binders, clips and fasteners, staplers, pencils, pens, paper, printer and toner cartridges, calendars, pads, notebooks, desk accessories, filing supplies, post-it notes, scissors, tape, waste containers, and data storage media (e.g., CDs, diskettes, and digital tape). 

As a result of associated transportation costs for OCONUS activities, a waiver has been granted excluding OCONUS activities (OCONUS includes Hawaii, Alaska, and Guam) from the mandatory use of DoD EMALL. OCONUS activities are encouraged to use DoD EMALL to its fullest extent possible and prior to using any other online shopping tools.

See ASN(RD&A) Memo, DON Acquisition Policy on Office Supplies.
When making purchases from the DoD EMALL or FISC San Diego Virtual Office Supply contracts, cardholders should download the shopping cart as proof of ordering from one of these mandated sources. Transactions placed against the DOD EMALL or FISC contract appear with the name of the merchant on Citibank transaction reports and do not reflect DoD EMALL or FISC San Diego as the merchant. DoD EMALL will appear as the merchant only when orders are placed against a DLA Indefinite Delivery Indefinite Quantity (IDIQ) contract. 
Note that vendors are not required to provide an invoice to customers for DoD Emall orders placed against DLA Indefinite Delivery Indefinite Quantity (IDIQ) contracts (DLA IDIQ contracts are identified with the “MIL” icon). The vendor will only supply a packing slip that contains item and quantity ordered with DLA IDIQ orders. As stated in the paragraph above, CHs must download the shopping cart when ordering from a DLA IDIQ contract.
5.14.2 Buying Green

The CH will purchase “environmentally preferable” products and services. Many commercial sources have labeled their products with icons that identify items as “environmentally friendly” products. In addition, the Environmental Protection Agency (EPA) and General Services Administration (GSA) have issued the following guides to assist purchasing personnel who are responsible for procuring activity requirements:

· EPA. The EPA guide, entitled “Guidance on the Acquisition of Environmentally Preferable Products,” identifies EPA preferable items and is on the Internet at the EPA website.

· GSA. The GSA guide lists over 5,000 products and services qualifying as “green” (environmentally friendly) and is accessed from the GSA Environmental Products website.
5.15 Property Accountability Standards

Personnel shall ensure accountable items purchased with the GCPC are properly documented, inventoried, and accounted for as prescribed in Marine Corps Order (MCO) P10150.1 Garrison Property Policy Manual. Garrison property (all Government personal property used to support the operation of a Marine Corps installation and its tenant activities) is categorized as either plant property or minor property. For accountability purposes, items with a unit cost of $5,000 or more are accounted for as plant property and items with a unit cost less than $5,000 are accounted for as minor property. Plant property must be reported to the plant accountability office or fiscal office. Minor property with a unit cost greater than $300 but less than $5,000 must be recorded into a locally developed minor property data base. In addition, items categorized as pilferable, sensitive or classified at any value must also be recorded. Sample minor property items are listed in Appendix K, MCO P10150.1 The minor property data base will include data listed in Appendix L-39, MCO P10150.1. 
If the CH and/or AO are located in the supply office, it is their responsibility to ensure items are accounted for on the appropriate property records. If the CH and/or AO are not located in the supply office, the CH is only required to notify the supply office that an item should be accounted for on the property records. The CH will maintain the notification made to the supply office within the purchase file for the item.

APCs must ensure accountable property procedures are delineated in the local IOP. 

5.15.1 Electronic Purchase Log

The Electronic Purchase Log, Attachment E, efficiently and effectively makes available information about products and services purchased with the GCPC. The Electronic Purchase Log should provide faster, easier, and more accurate tracking, resulting in fewer errors in locating information, reconciling transactions, and ensuring funds are properly obligated. In addition to Attachment E, an on-line purchase log is available in CitiDirect. Use of the CitiDirect on-line purchase log is mandatory for reporting transactions made in support of a declared contingency operation.  The CHs must “check” the contingency operations box which will allow the CH to enter the name of the contingency operation. See paragraph 6.3 for additional information.
The CH should complete the Electronic Purchase Log for each transaction immediately following a purchase but may begin entering information as soon as he/she receives a purchase request for supplies or services. The AO shall review the Electronic Purchase Log as part of their monthly reconciliation process. Failure to maintain the purchase log properly may result in suspension of card privileges. 
Personnel will enter the following mandatory information in the automated purchase log:

· Date of purchase

· Description of the item or service ordered 
· Vendor/merchant name 
· Dollar amount of the transaction 
· Remaining budgeted balance for bulk funded accounts

· Date received 

· Name of person receiving

· Other information as required

· Paid but not received
· Credit received
· Disputes 

5.15.2 Receipt of Purchased Items 

The CH may regularly provide the designated receiving office a copy of the purchase log to provide advance information on incoming purchases of supplies. The cooperation of the CH, receiving office, and other GCPC participants is required to document vendor delivery, activity receipt, charges, and reconciliation effectively and efficiently as follows:

· If the Vendor delivers purchased items by common carrier and the delivered items are correct and in working order, the person receiving the items signs the invoice, receipt, or shipping documentation and provides it to the CH. 
“Acceptance,” which is required for payment, must be performed by a Government official (acceptance is an inherently Governmental function). FAR 32.905(c) requires that documentation authorizing payment include the date the “designated Government official” accepted the supplies or services. Further, CFR 1315.2 defines “acceptance” as “acknowledgement by an authorized Government official that goods received and services rendered conform with the contract requirements.” A contractor may sign and date receipt for supplies or services; however, the Government employee who ultimately receives the item from the contractor will also have to sign and date the receipt signifying that a Government employee received the item. In both cases, print the name of the receiving individual for identification purposes. When multiple items and quantities are ordered, the receiving official must acknowledge what items and quantities were received.   
· CH verifies accuracy/completeness of information and enters it in the purchase log. 
· CH reconciles transactions as they appear on CitiDirect’s online electronic statement and resolves or prepares to dispute questionable transactions, if required. 
· CH puts the purchase request, receipt, and invoice/shipping document in one file to create a complete purchase file for the order. The CH must be able to produce signed documentation to attest that someone, besides the CH, received the quantity of goods purchased and paid for.

· CH retains the file documentation for the required time; see section 5.8.

· AO must physically validate each sales receipt/invoice and receipt acceptance documentation prior to the CH reconciling the monthly statement. This should be accomplished by signing and dating the AO signature block on the Micro-Purchase Worksheet (or equivalent).  

5.15.3 Disputes
CHs have the responsibility to dispute charges that include duplicate billing, non-receipt of merchandise, returned merchandise, canceled merchandise or services, invoice amount discrepancies, etc (Note: sales tax is not disputable). Before filing a dispute, the CH should attempt to resolve the dispute with the vendor first; if an agreement cannot be reached or a credit is not received on the next billing cycle, the CH must file a dispute.
The CH will have 60 days from the date of the billing statement to formally dispute a transaction. The disputes form can be downloaded from CitiDirect and must be faxed to the number indicated on the disputes form. APCs  must track disputes on a weekly basis by downloading the disputes report from the CitiDirect Custom Reporting System (CCRS). All dispute documentation shall be retained by the AO for six years and three months.
5.16 GCPC as Method of Payment 
Method of Payment is when the GCPC is used to pay for supplies or services ordered and obtained via a contractual vehicle. As of 1 October 2004, the GCPC may only be used by the Marine Corps as a method of payment when the following procedures are followed:

· Obtain approval by the head of the RCO (or their designee). for transactions above $3,000 for supplies and $2,500 for services, but below $25,000. 
· Obtain approval by HQMC, I&L (Contracts) (or an authorized designee) for transactions equal to or greater than $25,000. 
· RCOs are required to provide monthly reports to HQMC, I&L (Contracts) identifying transactions where the GCPC was utilized as a method of payment. 

Invoices for purchases above the micro-purchase threshold should be submitted for payment to DFAS using Wide Area Work Flow (WAWF). When use of WAWF is not feasible or practical , a waiver request on command letterhead with detailed justification for not using WAWF must be submitted to HQMC I&L (Contracts).  
See ADC, I&L (Contracts) Marine Corps Policy for Use of the GCPC As a Method of Payment for Actions Over $2,500. 
5.17 Purchasing Training
The Standard Form (SF) 182 Authorization, Agreement and Certification of Training, is the form authorized to request, authorize, fund, certify, reimburse and evaluate DoD civilian commercial training. The SF 182 should also be used by military personnel if payment for the training will be made using the GCPC. Training ordered via an SF 182 must be regularly scheduled, open to the general public (i.e., a commercial off-the-shelf (COTS) event, conference, or instructional service), and priced the same for everyone in the same category (e.g., price per student, course, program, service, or training space). [image: image1.png]
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 An SF 182 shall not be used for training specifically developed, designed and produced to meet the requirements unique to an organization and/or program.  All non-commercial training requests must be forwarded to the supporting contracting office for negotiation and award of a contractual agreement.

The GCPC shall be used in conjunction with the SF 182 as a method of payment for commercial training up to $25,000. Commercial training requirements that exceed $25,000 must be sent to the supporting contracting office for negotiation and execution of a contract. The supporting contracting office will compete the requirement, or if competition is unavailable request discounted prices. In addition, if training involves a large number of personnel, it may be cost effective to request the instructor provide training at the base rather than pay travel and per diem for each individual to attend the training at the merchant’s location. In those cases, the contracting office will negotiate total price and any related terms and conditions such as providing Government facilities for the training and include them in the contractual agreement. Known requirements for commercial training events that are greater than $25,000 shall not be broken down into multiple actions to avoid the $25,000 SF 182 threshold. A training event is defined as an individual command’s total student training requirement for a specific training class. [image: image3.png]
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Cardholders, prior to utilizing their purchase card as a method of payment against an SF 182, must ensure the SF 182 has been properly executed, includes all required approval signatures by officials with approving authority and verification of the availability of funds. The cardholder will refer requests for payment of training events without issuance of a properly executed SF 182 to the GCPC APC who will consult with the CCO, Legal Counsel and Comptroller. If the violation is determined to be an unauthorized commitment because the training is not commercial or exceeds the SF 182 threshold, the ratification process addressed in MAPS 1.602 applies. Training events that are determined not to have been a bona fide Government requirement may incur a personal liability to the individual who made the commitment.     

5.18 Procurement Reports

Procurements greater than $3,000 must be reported to the Federal Procurement Data System-Next Generation (FPDS-NG) on a Contract Action Report (CAR)/in accordance with the instruction at FAR Subpart 4.6, DFARS PGI 204.670-2 and DFARS 253.204-70. 
5.19 File Maintenance and Retention

5.19.1 Administrative 
The APC must establish an administrative folder for each CH and AO under their cognizance to maintain documentation including but not limited to the following:

· Nomination letter

· All Training documentation

· All Letters of delegation 

· Account set-up form

· DD Form 577’s 

· Record of disciplinary action taken 

Except for the DD Form 577, each file must be retained for the duration that the individual serves in this capacity and for three years beyond. The DD Form 577 must be retained for six years and three months after the individual no longer serves in the capacity as Departmental Accountable Official. 
5.19.2 Approving Official 

The DOD Financial Management Regulation, Volume 1, addresses financial records retention and states that the policy provided by the National Archives and Records Administration (NARA) should be followed. NARA is responsible for promulgating procedures for the disposal of all U.S. Government records. NARA’s General Records Schedules require Accountable Officer’s certified billing statements (AO statements) and supporting documents to be retained for a period of six years and three months. Annotate disposal dates on the exterior of the files.

5.19.3 Cardholder 

The CH’s statements and documents received or generated by the CH to support GCPC transactions may be disposed of three years after final payment. This guidance is applicable to all transactions below the Simplified Acquisition Threshold (SAT) per NARA’s General Records Schedules and as restated in FAR 4.805, Storage, Handling and Disposal of Contract Files. Annotate disposal dates on the exterior of the files.

APCs must ensure that all CHs, AOs, and Alternate APCs under their cognizance are properly retaining GCPC records and files.

6.0 Exceptional and Special Attention Contracting Areas

6.20 Use of the GCPC Outside the United States 

The GCPC may be used as a purchase instrument in lieu of a written purchase or delivery order outside the United States up to $25,000. This use does not constitute a raising of the micro-purchase threshold; Simplified Acquisition Procedures (SAP) in accordance with FAR Part 13 and DFARS Part 213 apply when using the GCPC overseas for purchases between the micro-purchase threshold and $25,000. The following conditions are required:  

a. The purchase is made outside the United States for use outside the United States.

b. The purchase is for a commercial item.

c. The purchase is not for work to be performed by employees recruited within the United States.

d. The purchase is not for supplies or services originating from or transported from or through sources identified in FAR Subpart 25.7
e. The purchase is not for a ball bearing or roller bearing as end items.
f. The purchase does not require access to Classified or Privacy Act information.
g. CHs exercising this authority must receive training in accordance with this instruction (which includes CON 237) and be appointed via a SF 1402 (Certificate of Appointment).
h. CHs using the GCPC above the micro-purchase threshold shall ensure that requirements are: 
· Competed among at least three Vendors or a sole source justification is completed using the Sole Source Justification for Simplified Acquisitions Template.  
· Written requirements above $10,000 are posted in a public place for 10 days.
· Purchase prices are determined fair and reasonable and written documentation is provided in the GCPC holder’s purchase file establishing the basis for determining the prices fair and reasonable.

Actions in excess of the micro-purchase threshold must also have the required procurement reports completed and submitted as discussed in Section 5.7. 
6.21 Contingency, Humanitarian, or Peacekeeping Operations Accounts

Warranted Contingency Contracting Officers, who have appropriate delegations of authority and who have been properly appointed, may be authorized to use the GCPC in support of Contingency, Humanitarian, or Peacekeeping operations. When the GCPC is used for these types of operations, the following conditions apply:
a. The GCPC may be used on a stand-alone basis up to the Simplified Acquisition Threshold (SAT) in support of overseas contingency operations, as defined by 10 U.S.C. 101(a)(13), and humanitarian or peacekeeping operations as defined by 10 U.S.C. 2302(8).
b. Use of the GCPC outside of the United States, on an open procurement basis up to the SAT in support of humanitarian, contingency or peacekeeping operations is subject to the following requirements:

i. The purchase is made outside the United States for use outside the United States.
ii. The purchase is for a commercial item.
iii. The purchase is not for work to be performed by employees recruited within the United States.
iv. The purchase is not for supplies or services originating from or transported from 
        or through sources identified in FAR Subpart 25.7.
v. The purchase is not for a ball bearing or roller bearing end items.
vi. The purchase does not require access to Classified or Privacy Act information.
vii. The supplies and services being purchased are immediately available.
viii. One delivery and one payment will be made.

6.22 Special Emergency Procurement Authority for Contingency Operations or To Facilitate the National Defense

The FAR has increased various thresholds when, as determined by the head of the contracting activity, procurement of supplies or services may be made to support a contingency operation or to facilitate defense against recovery from nuclear, biological, chemical, or radiological attack. The Agency Head, DC I&L, delegated the authority to make this determination to the ADC, I&L (Contracts) who in turn redelegated the authority by letter dated May 7, 2004 to:  
1. Warranted CCOs in the Marine Corps Field Contracting System  
2. The warranted CCO at the Marine Corps Logistics Command  
3. USMC Contingency Contracting Officers (CKOs) while deployed. 
This authority may be redelegated on a very limited basis as stated in the ADC, I&L (Contracts) letter.

The GCPC may be used, if the appropriate delegation of authority has been granted, to make purchases that meet the above circumstances after the required determination has been made. Each determination shall include the following:

· A brief synopsis of the requirement.
· Dollar amount of the requirement.
· An explanation of how the purchase has a clear and direct relationship to support a contingency operation, or to facilitate the defense against recovery from nuclear, biological, chemical or radiological attack. 
The determination using this delegated authority must be made in writing and retained for review at a central location in each contracting office with a copy placed in each purchase file. 
The following micro-purchase thresholds currently apply for Emergency Procurement Authority:

· $15,000 for contracts awarded and performed, or purchase to be made, inside the United States.

· $25,000 for contracts awarded and performed, or purchase to be made, outside the United States.

The following SATs apply for Emergency Procurement Authority:

· $250,000 for any contract to be awarded and performed, or purchase to be made, inside the United States.
· $1 million for any contract to be awarded and performed, or purchase to be made, outside the United States.

Whenever the GCPC is used outside the U.S. as a purchase method between the micro-purchase threshold and $25,000, or in support of contingency, humanitarian or peacekeeping operations up to the simplified acquisition threshold, all procurement actions greater than $3,000 must be reported on a CAR in accordance with the instruction in FAR 4.6, DFARS PGI 204.670-2 and DFARS 253.204-70. 
All transactions in support of a DoD-declared Contingency Operation, as defined in 10 U.S.C 1010(a)(13), must be recorded using the bank’s online purchase log in CitiDirect. The line item details associated with the transaction will need to be identified by selecting the “Contingency Operation” box. By checking this box, the system will generate a text box allowing the CH to enter the name of the contingency and how the item purchased supports the contingency operation. The APC is responsible to ensure that every transaction supporting the contingency operation is entered into the online purchase log within 30 days of the statement date on which the transaction appeared. CitiDirect purchase log training is available on the CCPMD website. 
7.0 Reconciliation and Payment

CHs and AOs reconcile the monthly GCPC Citibank statements by validating each transaction charge against available receipts and the purchase log. After completing reconciliation, the AO certifies the monthly billing statement and authorizes payment of proper charges. The CH and the AO shall both sign and date the CH’s bank statement or CitiDirect statement printout to verify its accuracy. A copy of the statement with both signatures shall be retained in the CH and AO GCPC files.

7.23 Electronic Certification 
Electronic certification via CitiDirect has reduced DFAS processing charges, error rates, delinquencies with interest charges, and resulted in larger rebates. 

The USMC requires all commands and activities to use electronic certification and bill payment (DON letter 4200, Oel/199 Accelerated Implementation of Purchase Card Electronic Certification dated 29 Apr 03 from the Deputy Commander, DON eBusiness Operations Office). These following are the applicable exceptions to the policy:  

· Use of the GCPC for Working Capital Funds.
· Use of the GCPC outside the Continental United States.
· Use of the GCPC as a Method of Payment for contracts.
For accounts that are still being certified manually (some of which are due to firewall and connectivity issues) the Level IV/V APC must resolve theses issues immediately and coordinate with the Level III APC and DON CCPMD to convert the manual accounts to electronic certification and bill payment. 
Citibank online statements detail all posted transactions for the designated billing cycle and include all transaction data necessary to reconcile the amounts billed. Citibank closes out the billing cycle on the 19th of the month (note that prior to January 2006 the end of cycle date was the 21st of the month), generates an electronic statement, creates the invoice online in CitiDirect, and opens the statement for the new billing cycle. 
CHs should use the CitiDirect system as a tool throughout the month to review transactions and pre-screen them before the monthly billing cycle ends. Daily and weekly reviews greatly reduce the CH’s month-end workload and permit an earlier reconciliation by the AO. In addition, frequent monitoring of the CH account activity by the APC using CitiDirect can uncover improper or fraudulent use of a GCPC before it becomes a major problem. When an AO determines account adjustments are necessary on the CitiDirect statement, he/she should maintain a tracking log, and together with the CH should ensure that future statements reflect credits or other applicable adjustments. 
The APC, as the liaison and intermediary for addressing and resolving payment issues among Marine Corps activities, Citibank, and DFAS must track in CitiDirect the progress of CH reconciliation and AO certification in order to pay promptly. The AO will complete a 100% reconciliation of all CH transactions and all supporting documentation prior to certification, and monitor the actions of DFAS for completion of payment or problems and potential delays. The AO should also verify via SABRS that sufficient obligations exist prior to certifying the invoice. 
DFAS receives the certified invoice and payment voucher electronically, and validates the correct entry of obligation data in SABRS. If DFAS does not detect any errors, DFAS will pay Citibank using Electronic Funds Transfer (EFT). The electronic payment process from online certification to payment date generally takes five (5) working days. If DFAS finds that payment data does not match SABRS obligation data, this causes a pre-validation failure. DFAS will then suspend the payment transaction, identify the transaction on the VP3 report, and issue an error message.

The Budget Execution Activity (BEA) will monitor the activity’s daily error reports (PRTERROR) and take immediate appropriate corrective actions. They may need to correct SABRS or contact the FAPC/Alternate APC to make the necessary corrections in CitiDirect.

Delays in finding errors and making corrections may result in delinquencies. The FAPC, AO, CH, and BEA communicate and work together to correct SABRS or payment voucher data quickly and notify DFAS of corrective action in order to complete prompt payment and avoid delinquencies and interest payments. 
7.24 Manual Reconciliation and Certification Process

The USMC GCPC Program will only use the manual reconciliation and certification process for the three exceptions previously noted. In such cases, Comptrollers, FAPCs, and BEAs responsible for financial matters must enter obligation data manually into SABRS in an accurate and timely manner. When manual reconciliation and certification are necessary, the CHs and AOs will maximize the use of available technology, databases, systems, and quality assurance procedures to minimize errors, delinquencies, and costs. AOs will ensure the amount certified matches the amount listed on the NAVCOMP 2035. 
DFAS requires the following documents from the AO for manual certification:

· A computer-generated NAVCOMPT 2035 
· The NAVCOMPT 2035 must include a complete line of accounting, the Standard Document Number (SDN), ACRN, and Fiscal Year 

· A computer generated SF 1034 
· The SF 1034 must include the Certifying Official signature, name, date, title, and phone number. 

· The AO Account Summary Statement (Citibank Invoice) can be downloaded from the SP2 landing page. Note: The Account Summary Statement (Citibank invoice) must be date stamped with the date the invoice was received.

· SABRS screen shot for each line of accounting (Defense Industrial Financial Management System (DIFMS) money is exempt from this requirement).
· A Certification Statement (see Certification Statement Template).
Whenever possible, AOs should roll up transactional funding for several items into single bulk funded Standard Documents Numbers (SDN) using the smallest possible number of LOAs. This minimizes fees charged by DFAS. Certification documentation should be sent in the most expeditious way possible to avoid any penalties and interest payments. Only the documentation listed above should be submitted to DFAS. When faxing documentation to DFAS, do not fax more than one certification package at a time. The AO should obtain documentation for when the package was sent in order to provide proof to DFAS that the information was sent on time, should it become necessary.

Upon receipt of the invoice package, DFAS will pre-validate each LOA and SDN to verify if sufficient funds are available in SABRS. If the AO Account Summary (or CD 400) and NAVCOMPT 2035 data match SABRS data, the payment process continues. The manual process, certified invoice received at DFAS to payment generally takes seven (7) to ten (10) days. When the AO Account Summary (or CD 400) and the NAVCOMPT 2035 data do not match SABRS obligation data, DFAS fails the transaction, places it on the VP3 report, and issues an error message to the unit for immediate corrective action. This DFAS action requires the USMC to correct SABRS or NAVCOMPT 2035 data manually, which may result in a delinquency and possibly interest penalty payments. 
7.25 GCPC Delinquencies and Standards

Using the CitiDirect Custom Reporting System, APCs should monitor accounts to ensure activities under their cognizance are making prompt payments and resolving any delayed payments. Making prompt payments and controlling delinquencies results in the Marine Corps generating revenue and eliminating or reducing interest expenses.

It is HQMC policy that all corporate accounts that fall thirty or more days past due (delinquent) to Citibank will be suspended by HQMC at the beginning of each billing cycle (20th of each month). Accounts will be monitored and reactivated only when all past due amounts are remitted to the bank. 
Level IV APCs will provide HQMC weekly reports of all delinquent accounts within their respected hierarchies. The APCs must work with AOs and BEAs to actively research and resolve all payment problems. APCs must also implement a local policy for suspension and/or termination of corporate accounts that continuously fail to certify within the required timeframe of five days, or repeatedly fall into a delinquent status. It is the APC’s responsibility to hold the AOs and CHs accountable for paying the GCPC statements in a timely manner.

7.26 GCPC Account Suspension Policy

CHs and AOs must reconcile their monthly statements within 5 business days after receipt and the AOs must certify the invoice within 5 business days after receipt. If accounts are not properly reconciled and certified, interest penalties may result and the AO account may go into a delinquent status. When the following conditions exist, AO accounts will be automatically suspended.

· For an AO account that goes over 30 days past due (60 days after the cycle date), the AO and all assigned CHs will be suspended until delinquent payment have posted at Citibank.

· For an AO account that goes over 60 days past due (90 days after the cycle date), the AO account will be suspended for 30 days or until payment is received by Citibank, whichever period is longer.

· For an AO account that goes over 90 days past due (120 days after the cycle date), the AO account will be terminated indefinitely by HQMC.

8.0 Program Oversight

Each USMC GCPC Program participant is responsible for the integrity of the GCPC Program and must perform designated or assigned oversight tasks and responsibilities within the framework of GCPC policies and procedures in order to protect program integrity.

8.27 Program Reviews 

Oversight and management of GCPC Programs is the joint responsibility of the HCA, CCO or equivalent, and APC. Internal reviews of the local GCPC Program shall be conducted by the Level IV or Level V APC to prevent, identify, and correct non-compliance, misuse, abuse, and fraud. Internal reviews shall be conducted monthly and semi-annually. As required by the NAVSUPINST 4200.99 Series and GCPC Program APC Desk Guide, Level IV APCs must conduct a 100% transactional review of each CH account within his/her purview on a monthly basis or more frequently, if necessary or appropriate. A complete file review must be conducted for at least 10% of all transactions accomplished during the review period. If after the 10% review discrepancies are found for any individual CH, a 100% review of that CH’s transactions for the review period is required. 
The monthly and semi-annual reviews consist of a transactional review, internal management review and a review of other critical elements. A more detailed explanation of the review elements is discussed below. The Level V APC shall provide review results of the monthly and semi-annual review to the Level IV APC who will then provide a consolidated review report to the Level III APC at HQMC. The report shall include all actions taken as a result of findings and deficiencies noted in the monthly and semi-annual review. The appropriate authority of the activity must sign these reports. The local Level IV APC shall retain a copy of the report. 
The monthly review report is to be provided to the HQMC Level III APC no later than the last business day of the month following the end of the reporting cycle. For example, the monthly review report for the period 20 October to 19 November would be due to HQMC no later than 31 December. 
The semi-annual review consists of a roll-up of the monthly reviews performed by the APC during the review period. The Semi-Annual Report shall include a statement that the Commanding Officer has reviewed and concurs with the disciplinary actions taken on any noted findings. The report along with a signed cover letter shall be forwarded to the Level III APC at HQMC. The Level IV APC shall retain a copy of the report. 
8.28 Monthly and Semi-Annual Review (Transactional)

The monthly and semi-annual reviews are conducted by the Level IV APCs with the assistance of activity Level V APCs, and reported to HQMC as one consolidated report. At a minimum, the monthly/semi-annual transactional review focuses on the following elements:

· Questionable vendor activity.
· Split purchases.
· Purchases exceeding minimal mission need.
· Suspected fraudulent transactions including transactions for prohibited items.
· Transactions identified for personal use.
· Purchases exceeding authorized limits.
· 100% review of convenience check transactions.
8.28.1 Questionable Vendor Activity

APCs should always be conscious of and regularly check for questionable vendor activity. Questionable vendor activity indicators to look for include, but are not limited to:

· Multiple bills or invoices for same item(s) purchased.
· Similar invoices from different vendors (company has two different names with the same address and owner).
· Failure to deliver goods, though payment made.
· Inappropriate significant increases or decreases in price on particular items from one purchase period to the next.
· Failure by the CH to use required sources of supply.
· CH preference of particular vendor(s) (minimal rotation/inequitable distribution of business).
· Home-owned business (not illegal, but AOs should be cautious).
In instances where fraudulent vendor activity has been found, the activity should initiate suspension or debarment of vendors. It is incumbent upon APCs to conduct routine checks of debarred vendors and reconcile those vendors against transactions containing vendor-identifying information. Personnel may check for company status using the Excluded Parties Listing. This site lists all parties excluded from Federal Procurement and Non-Procurement Federal Programs.

8.28.2 Split Purchases

FAR and DON GCPC policy strictly prohibit the splitting of purchases into more than one segment to avoid the requirements for buys over the $3,000 micro-purchase limit ($2,500 for services) or otherwise to circumvent this limit or any other purchase limit established for use of the GCPC. Once items exceed the micro-purchase limit, CHs should use Simplified Acquisition Procedures (SAP) to purchase these items. Personnel should watch for the following indicators of a split purchase:

· Identical amounts and descriptions.
· Receipt shows “total” purchases exceeding $3,000 for supplies, $2,500 for services.
· Sequential purchase orders and all items purchased on the same day.
· Sequential invoice numbers.
· No receipt provided or receipts timed minutes apart.
· Transactions for same vendor invoice and job order numbers. 

8.28.3 Purchases Exceeding Minimal Mission Need

Purchases from upscale or high profile retail outlets and purchases of expensive “gold plated” items when a less costly generic product will fulfill the mission may be an indicator of misuse or abuse of the GCPC. An example would be the purchase of Franklin Covey day-planner inserts. Day-planner inserts are available from AbilityOne Program (formerly known as JWOD)  distributors for a substantially lower price than if purchased directly from Franklin Covey. 

8.28.4 Suspected Fraudulent Transactions 

Questionable (or fraudulent) transactions include those that may be improper because they were not required to fulfill immediate mission requirements or may have been for the personal use of the recipient. When conducting a review for suspected fraudulent transactions, the APCs should look for the following fraud indicators:

· Documentation
· Photocopies of original documents.
· Missing documentation (requisition for purchase, required approvals, signatures)
· White-out or changes.
· Timely submission (requisitions backdated or postdated).
· Repetitive purchases

· Favoritism toward a particular vendor.
· Recurring purchases of high-value items that could generate the possibility for kickbacks (e.g., toner cartridges).
· Purchases from relatively unknown vendors.
· Purchases not mission-related

· For example, casinos, hotels, jewelry stores, cruise lines.
· Services

· Performance outside the scope of work (actual performance does not match contractual Statement of Work).
· Overruns,  variances and approvals not documented.
· Contractor estimates equal to Government estimate (personnel releasing advance information to contractor).
· Routinely billing within 90-95% of Not-to-Exceed amount.
· Apparent low-value items at a high price or high-value items at a low price

· Common items of a known price being purchased at inflated prices or greatly reduced prices.

· Private business dealing or close social relationships with vendors

· More business repeatedly going to one vendor.
· Close social relationships increasing the likelihood of improperly disclosing contracting information (also applies to family members).

· Shared history between the CH and the vendor (e.g., close friend, co-worker, relative, retiree).
· Returns/credits

· Government should receive full credit  (Must follow this through the billing cycle(s) until invoice is properly credited).
· Continuous errors in the process could indicate cash received, personal credits granted or material not received.
External Fraud
If a CH discovers fraudulent charges against their card, they should immediately contact Citibank Customer Service at 800-790-7206 (OCONUS 904-954-7850) to report the fraud. Do NOT use the disputes process to handle these transactions. CHs must also notify their AO, the AO must notify the Level IV APC, and the Level IV APC must notify the Level III APC. 

Citibank will mail CHs an Affidavit of Unauthorized Use to report unauthorized charges appearing on the CH statement. The USMC highly recommends that CHs not wait for the Affidavit to be mailed by Citibank; rather, it is advisable to download the Affidavit from the CCPMD website, fill in all the requested data, sign, have the document notarized, and mail to Citibank. The form can be found at the CCMPD Bank Guidance website.
8.28.5 Prohibited Items

NAVSUPINST 4200.99 Series Chapter 5, the DON Simplified Acquisition Procedures NAVSUPINST 4200.85 Series enclosure (2), and FMR Volume 10, Chapter 4 lists and describes prohibited and special attention items. Additional prohibited items are listed in Attachment D List of Prohibited and Special Attention Items. 
8.29 Monthly and Semi-Annual Reviews (Major Program Elements)

APCs should regularly track activity program performance to ensure appropriate personnel are monitoring and effectively managing all the following major program issues/pulse points: 

· Span of control.
· Delinquencies.
· Account inactivity.
· Internal Operating Procedures (IOP).
· Training of program participants.
· Account spending limits.
· Equitable distribution of business.
· Delegation letter or warrant.
· Integrity of the purchase request (approval signatures, quantity matches, etc.).
· Receipt, inspection and acceptance procedures.
· Separation of function is performed.
· Screening for mandatory sources of supply.
· Invoice certification process and monitoring delinquencies.
· Internal procedures to resolve disputes.
· Use of the GCPC as a method of payment.
· Convenience checking accounts.
8.29.1 APC/AO Span of Control

The number of accounts assigned to an APC or AO should be based on the volume of transactions and limited to a number that allows for proper administration of the GCPC Program and execution of the internal review and control functions. DoD policy requires that the AO to CH account ratio be no more than 1:7 and the APC to CH ratio should not exceed 1:300. 
8.29.2 Delinquencies

The Level IV APC must ensure that delinquent accounts are immediately researched to identify the cause of the delinquency. APCs and AOs must bear in mind that some delinquencies may be caused by a series of partial-payments on the AO’s past statements and invoices. In such instance, the AO’s payment history should be reviewed in order to accurately identify the roll-over amount that may be causing the delinquency.

8.29.3 Account Inactivity

The Level IV APC must ensure that accounts with a period of inactivity greater than three months are evaluated for possible closure. Such an account may belong to a transferred, resigned, or retired CH and untimely closure could leave it open to fraud.
8.29.4 Internal Operating Procedure (IOP)

The IOP must be reviewed and revised periodically, to ensure that it reflects the most current DoD, DON, and USMC policy. All applicable local and command policies and procedures must also be included in the IOP.

8.29.5 Training of Program Participants

The training record of all HAs, APCs, Alt-APCs, AOs, Alt-AOs and CHs must be reviewed to ensure that they are current and meet all program-training requirements. The Level IV APC must also ensure that the training certificates for all program members are filed and readily available. 
8.29.6 Account Spending Limits

The Level IV APC must ensure that AO and CH accounts are allotted realistic spending limits. The monthly spending limit of a CH account should be determined by reviewing the CH expenditures during the past 12 months, selecting the month with the highest expenditure and use that amount. For the AO, the APC should add the limit for all the CHs and use 2 times that amount for the AO billing cycle limit. CH monthly limits and billing cycle limits shall be reviewed by the APC at least every quarter.

8.30 Monthly and Semi-Annual Reviews (Other Critical Elements)

In addition to a transactional and major program element review, a review of other critical elements must also be conducted, which at a minimum include the following: 

· Verify AO has reviewed CH purchases.
· AO validation of receipt/acceptance of supplies or services.
· CH purchase log.
· Contract reporting (FPDS-NG).
· Accountability of Minor property and Pilferable equipment.
· Compliance with $25,000 purchase authority for overseas activities.
· 100% review of Convenience Check accounts.
8.31 On-Site GCPC Program Review

Per NMCARS 5201.691-1, Heads of Contracting Activities (HCAs) are responsible for oversight and review of their subordinate contracting organizations. The Procurement Performance Management Assessment Program (PPMAP) performs this oversight and review function of the MCFCS on behalf of the HCA. PPMAP performs on-site GCPC Program Reviews of subordinate activities, which shall be conducted by the Level III and Level IV APC every eighteen (18) months. The on-site review shall consist of the same review elements as the monthly and semi-annual reviews. The number of transaction file folders that must be reviewed is dependent upon the number of transactions accomplished over the review period, see Attachment G: Statistical Sampling Table. After completing the on-site review, the APC will assign an evaluation rating of acceptable, marginal or unacceptable. Should an activity receive an unacceptable rating the entire activity’s GCPC program will be suspended pending remedial refresher training. A marginal rating will also require remedial refresher training. A follow up, in the form of an on-site or desk review, shall be conducted within 90 days of the unacceptable rating and 180 days of the marginal rating. 
Convenience Checks

Per the NAVSUPINST 4200.99, prior to establishing a Convenience Check account, the command/activity must have an active Purchase Card Program in place.
a.
Requests must be justified in writing and approved by the commander/director of the installation or tenant activity. The written justification and Commander approval must be sent to the Level III APC for final approval. 
b.
An account set-up request form must be completed and submitted with a copy of the command approval directly to the bank.

c.
Convenience Checks may only be used after the command/activity has made every attempt to use the purchase card.

d.
Individual Convenience Checks shall not be issued in excess of $3,000.

e.
Convenience checks shall be issued in the exact amount of the payment and shall not be split to avoid the micro-purchase threshold (excludes having to write four checks to total $10,000 outside of the United States in support of contingencies declared by the Secretary of Defense).

f.
Delegations of authority to maintain and use convenience checks shall be issued in writing specifically to the activity approving official, check custodian and convenience check writer by the activity commander/director who is authorized to establish the account.

g.
Convenience checks shall not be issued as an "exchange for cash vehicle" to establish cash funds.

h. Activities may not establish more than one convenience check account without DON CCPMD approval. 
i. Activities may ONLY appoint ONE convenience check writer to sign and issue checks for the command for each account. Activities are not authorized to appoint alternate check writers.

j. Activities fielding Convenience Check accounts must provide Convenience Check custodians with a safe or locking cabinet for storage of the checks.

k. Convenience Checks may be mailed only when internal controls are in place to avoid duplicate payments.

l. Activities shall establish internal controls to include approval at least one level above the check writer.

m. An officer or equivalent DoD civilian who is independent of the office maintaining the account must audit Convenience Check accounts yearly on an unannounced basis. This can be the Level III or IV APC, or a Level V APC outside of the hierarchy.

n. In order to maintain effective internal controls, an approving official or APC may not perform the functions of the convenience check custodian or check writer.

o. Convenience check custodians are responsible for the safeguarding and security of their checks and account information.

p. Copies of cleared Convenience checks are not automatically returned from the bank with the statement. If needed, the check writer can request copies from the bank.

q. The convenience check writer's bank account number is located on the bottom of each check and is not the number shown on the monthly billing statement.

r. Financial considerations for use with the Convenience Checks.

(1) Activities are responsible for all costs associated with the Convenience Check program. Activities must pay 1.50 percent of the check amount for each convenience check issued.

(2) Convenience Check accounts SHALL be bulk funded.

s. Reporting Convenience Checks to the Internal Revenue Service (IRS) for Tax Purposes.

1. There is a statutory requirement for DoD/DON to report payments made to contractors/merchants using convenience checks to the IRS. Reportable payments, regardless of dollar value, include payments for services, rent, medical training, maintenance fees, instructors, teachers, speakers. If the payment was for goods and services combined it must be reported.

2. Data should be reported to Defense Finance and Accounting Services (DFAS) via the 1099 Tax Reporting Program on the Internet. (DFAS point of contact: Hcco.checks@dfas.milTTH) 

3. All dollar amounts must be reported. DFAS will summarize payments to arrive at the IRS threshold.

4. Payments are to be reported on a calendar year basis (January - December)

5. Deadline for all data input is December 31st

6. The minimum data that convenience check writers should capture prior to issuing a convenience check for services is as follows:

a.  Payee’s name

b.  Payee's address

c.  Payee's tax identification number (i.e., social security number or their employee identification number)

d.  Check number

e.  Amount of the check

f.  Date of the check

g.  Convenience check writers choosing not to use this process remain liable for the issuance of the 1099M to the vendor and the electronic filing to the IRS in the proper format. Each command operating and managing a convenience check account who fails to file is responsible for any fines levied by the IRS for non-reporting.

t. Closing a Convenience Check account

1. Convenience checks will not be posted to closed accounts. Checks presented after an account has been closed will be returned to the merchant with an Account Closed reason code.

2. When closing an account with convenience checks, the APC should always:

a. Collect and destroy any unused convenience checks
b. Ensure all checks have cleared before closing the account.

3. Check Disposal Procedures

a. Destruction. A memo shall be prepared that includes the complete mailing address of the command; date  of destruction; check number of each check; typed name, title, grade or rank, and signature of the witness; and, typed name, title, grade or rank, and signature of the Check Writer. When blocks of checks are destroyed, the beginning and ending check numbers of the block may be shown. Otherwise, each check shall be listed in numerical sequence.

b. Verification. The check writer and at least one witness shall  examine the checks to verify they are the actual checks to be destroyed; verify the check numbers with information on the memo only after witnessing the actual destruction of the checks.

c. Disposition. Voided, compromised, or no longer required checks  shall be stored in a safe or locking cabinet for storage, segregated from all other checks until destroyed. These voided, compromised, or no longer required checks shall be destroyed locally, at least once each quarter, by shredding. 
8.32 USMC GCPC Program Metrics

CitiDirect provides GCPC Program statistics (for development into metrics / trend analysis) depending upon the needs of the individual APC or the activity the APC supports. The Program Management Office at HQMC-LB maintains metrics and other program statistics on a monthly, quarterly, and annual basis.

CitiDirect is only capable of only running limited “date range” queries. Therefore, it is incumbent upon each APC to regularly access and download ad hoc reports and transactional information to a PC (Excel spreadsheet) for analysis. This will provide APCs the ability to track and develop long-term trend analyses of the GCPC Program data for use in consonance with GCPC Program reporting requirements. 
Level IV APCs will select, report, and use metrics to show the effectiveness and progress of the program and evaluate trends to avoid or correct problems early and continuously improve performance. Many of the important metrics are available in CitiDirect and can be obtained, distributed, and reviewed from reports generated from that database.
9.0 Disciplinary Guidelines
GCPC misuse, abuse, fraud, and payment delinquency will not be tolerated. The GCPC is for official government business in accordance with NAVSUPINST 4200.99 references (a) through (s), Head of Contracting Authority instructions and local internal operating instructions, and for no other purpose. The Department of the Navy’s policy states improper, fraudulent, abusive, or negligent use of a GCPC is prohibited.

9.33 Policy

Per NAVSUPINST 4200.99 references (k) and (l), it is DoD policy that in each case of improper, fraudulent, abusive, or negligent use of the GCPC by civilian or military personnel, including any use at establishments or for purposes that are inconsistent with the official business of DON or with applicable regulations, the supervisor of the responsible individual or parties will be informed in a timely manner in order that appropriate corrective, disciplinary or adverse action may be taken. 

Supervisors who receive information indicating that a civilian or military employee has engaged in any fraud, misuse or abuse of a GCPC, shall take appropriate corrective disciplinary or adverse action, including further investigation if needed. Restitution should be made by the responsible individual or parties. Restitution should be made by a check payable to the U.S. Treasury via the activity’s Comptroller.

The intent of this policy is to ensure that management emphasizes the importance of personal accountability for GCPC fraud, misuse and abuse. There is no intent to deprive managers and supervisors of their discretion in handling GCPC misuse in a manner appropriate to each individual case. The circumstances of each individual case will determine the appropriate type of disciplinary or adverse action, if any, that may be imposed. A progression of increasingly more severe penalties is often appropriate in the case of minor instances of misuse, but more serious cases may warrant the most severe penalty for the first offense if abuse or fraudulent activity is

prevalent. Clearly there is no single response appropriate for all cases. While the merits of each case may vary, timeliness, proportionality, and the exercise of good judgment and common

sense are always important. Where applicable, full consideration must be given to the relevant “Douglas Factors” as provided in Douglas v. Veteran’s Administration, 5 MSPB 313 (1981).

9.34 Guidance

An individual who makes an unauthorized purchase or who uses the card in an inappropriate manner may be liable to the Government for the total amount of the unauthorized purchase made in connection with the misuse, abuse or fraud. Use of the GCPC by any person other than the CH whose name appears on the GCPC may also constitute abuse or fraud. In addition, misuse, of the purchase card using the card in exceeds of the single purchase limit or monthly purchase limit, purchasing an item on the prohibited list, splitting purchases, failing to ensure sufficient funds are available, or any other disregard for the rules and regulations of the GCPC Program. 
CHs and AOs who make false statements on GCPC records may be removed from federal service or punished by fine, imprisonment, or both. Furthermore, the Government may consider intentional use of the GCPC for other than official Government business an attempt to commit fraud against the U.S. Government which should result in immediate cancellation of the individual's GCPC and possible further disciplinary action. Military members that misuse the GCPC may be subject to court-martial under 10 U.S.C § 932, Uniform Code of Military Justice, Article 132.

9.34.1 Civilian Personnel 
Civilian personnel penalty guidelines shall address offenses with respect to GCPC use and shall indicate that the penalty of removal from government service is an available maximum option for a first-time offender when the misuse, abuse or fraud is severe enough to warrant such disciplinary action as determined by the deciding official. In taking corrective or disciplinary action against civilian personnel, supervisors shall use NAVSUPINST 4200.99 reference (k) as authoritative guidance. GCPC offense(s) may be framed in any lawful manner. The servicing human resources office should assist the supervisor in determining the charge and appropriate penalty based on the USMC’s past practice, regulatory guidance, applicable case law, and best judgment of the supervisor taking the disciplinary or adverse action. Coordination with the appropriate counsel office should occur early in the process, as required by Navy policy.

The following chart is one example of a GCPC offense and recommended remedies or penalties for such offenses:
	OFFENSE
	FIRST OFFENSE
	SECOND OFFENSE
	THIRD OFFENSE

	Unauthorized use of or failure to appropriately monitor use of GCPC
	Written Reprimand to

removal
	14-day

suspension to

removal
	30-day

suspension to

removal


The specific disciplinary action taken must be documented in writing. Verbal reprimands are not acceptable.

9.34.2 Military Personnel 
Military personnel who misuse, abuse, or commit fraud with the GCPC shall be subject to actions available under NAVSUPINST 4200.99 reference (l), including counseling, admonishment, reprimand, non-judicial punishment (Article 15, Uniform Code of Military Justice (UCMJ)), court-martial and administrative separation. In appropriate cases, pecuniary liability, referral for criminal prosecution in civilian courts, and civil enforcement action are other ways to hold military personnel personally accountable for charge card misuse. In taking corrective or disciplinary action against military personnel who misuse or abuse the GCPC, Commanders or supervisors shall use the procedures established for each action by the appropriate Military Department and consult with their legal advisors as necessary. In addition to corrective or disciplinary action, military personnel who misuse their GCPC should have their access to Classified information modified or revoked if in the best interest of National Security. Commanders and supervisors shall follow previously issued guidance to ensure that security clearance reviews are conducted when the CH comes under investigation for card misuse.

9.34.3 Commanders and Commanding Officers
Commanders and Commanding Officers shall include the GCPC Program in their management control program checklists, and ensure that suspected misuse, abuse and fraud of the GCPC is appropriately investigated.

9.34.4 Agency Program Coordinators (APC)
APCs shall monitor the Citibank Reporting System to identify potential GCPC misuse, abuse, or potential fraud. Upon discovery of fraudulent, improper, and/or abusive card transactions, APCs should take appropriate administrative and disciplinary action. Immediate suspension or cancellation of accounts involved in this type of situation is an appropriate initial response until further investigation. The APCs should document results of internal reviews and require well-monitored corrective actions to ensure effective oversight. Level V APCs shall notify their Level III APC (through Level IV APC when applicable) within 48 hours in cases of suspected misuse, abuse, or potential fraud.

APCs must ensure that CHs know how to report questionable transactions or instances of suspected fraud to the appropriate AO or APC, and this information should be incorporated into the IOP. Additionally APCs should periodically remind CHs and others of basic hotline numbers:

· HQMC, I&L (Contracts): 703-695-6590 or DSN 225-6590

· NAVSUP Fraud, Waste, Abuse Hotline: 1-800-944-8630 or 717-605-5616

· Navy Inspector General (Navy IG) Hotline: 1-800-424-9098

· Department of Defense (DoD) Hotline: 1-800-424-9098

9.34.5 Approving Officials (AO)
The AO is the GCPC Program’s first line of defense against misuse, abuse, and fraud. The AO is responsible for ensuring that all purchases made by CHs within their purview are appropriate and bona-fide, and that the charges are accurate. Upon discovery of any improprieties, the AO must notify the Commanding Officer and APC. 
9.35 Relationship to Security Clearances

The review of the security clearance of the individual involved (or the modification or revocation of such security clearances in light of this review), in GCPC misuse, abuse, or fraud cases, is not a disciplinary action and should not be treated as such; however, this does not preclude a separate and independent review of such misuse, abuse or fraud by the appropriate security managers in accordance with NAVSUPINST references (k) and (l). Modification or revocation of a security clearance will result in appropriate action, which could include reassignment or removal. 
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