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Commanding General 
All Comma nders, Marine Corps I nstall at i ons East-Marine 
Corps Base , Ca mp Lejeune 

PHYSICAL ACCESS CONTROL SYSTEM POLICY 

(a) DTM 09-12, I nterim Policy Guidance fo r DoD Physical 
Acce ss Control w/Ch 5 effective 3 Mar 15 

1 . Purpose . To e st a bl ish policy for the use of the Physical 
Access Control System (PACS) for Mari ne Corps In s tallations East 
(MCIEAST) Installation s . 

2 . Information 

a . RAPIDGATE is the only authorized PACS for all MCIEAST 
I ns talla t ion s . 

b. The fo l lowing Identification Cards (ID) do not require 
additiona l vet t ing/ident it y proofing : Common Access Ca rd (CAC) , 
Department of Defense (DoD) Issued Ca rd DD Form 2, Fede ral 
Per sona l Ident i ty Ve ri fica tion Credential , and Transportation 
Worker Identif i ca t ion Cr eden t ia l . 

c . 30-d ay business passes a re loca l ly produc ed acces s 
passes designed to accommodate short to intermedi ate 
visits/vendor activities a board MC IEAST Ins talla tions . 
Business/vendor activities will be i s sue d a 3 0-day b us ine s s pa s s 
while awaiting RAPIDGATE credentials . Upon expiration of the 
30-day business pass, f ollow-on acces s r equests will be g r ant ed 
for a period not to exceed fou r days . Bus i ne s s/vendor personnel 
will b e encouraged to enroll in RAPIDGATE to avoid multiple four 
day passes to conduct business a board an Installation . 

d . The f ol lowing are the only exceptions to t he RAPIDGATE 
enrollment p olicy : 

(1) Una ffiliat e d housing residents ; 

(2) Personal ca r e g ive rs ; 
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(3) Volunteers of not for prof i t organizations , e . g ., 
Unit e d Service Organ i z a tions , Red Cross volunte e rs , etc . 

( 4 ) Clergy members 

3 . Sc ope 

a . RAPIDGATE addre s se s a ccess management s olutions for 
vendors, contract o rs, s upplie rs , delivery personnel , and all 
other servi c e providers who require acces s to Marine Corps 
Insta llations on a reg ularly occur ring basis a nd a r e not 
eligible fo r a CAC . 

b . The Visitors Ce n ter Office or Contractor Ve tting Office 
will i s s ue non-Federal government and non-DoD c red entials to 
pe rsonnel who req uire unescor t ed a c cess t o the Insta l lation f o r 
official government business , but do no t requ i re access t o 
governme nt c ompute r ize d systems . Non-Federal gover nment a nd 
non-Do D issue d c ardho lders who are provid ed unescorted a ccess 
r equir e ident i ty pr oofing and ve t ting to de t e rmine elig i bility 
for access . Thi s also a ppl i e s to i ndiv i dual s who e l ect no t t o 
enroll or who are not required to enroll in RAPIDGATE. 

c . Access f or Firs t Re s ponde r s , Loc al Gove rnme nt Of ficial s, 
and Essential Personnel should be granted under the following 
conditions : 

(1) First Responders 

(a) On - duty , non- DoD Law En f orcement Of fice r s not in 
a req ue s ted respo n s e to an active incident , shall be granted 
a cces s f or o f ficial bus iness. 

(b) Non- DoD First Responder s ope r a ting under a mutual 
a id request shal l be granted access in a c corda nce with local 
policy . 

(2) Local government o ffic i als visiti ng an I nstal l ation 
sha ll b e granted access in accorda nce with l oca l pol i cy . 

(3) Es sential Personnel 

(a) Ins talla tion Commanders must ensure polici e s are 
e s tab l i s hed to facilitate acce s s in the e vent of an emerge ncy. 
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(b) Du r i ng emergencies essential personnel shall 
present their CAC or other authorized access control crede ntial 
to gain entry to an Installation . 

4 . Action 

a . MC I EAST Commanders 

(1) Ensure Installation Provost Marshal/Police Chief 
comply with the contents of this Policy Letter . 

(2) Ensure only authori zed personnel perform access 
control duties to include vetting , authorizing , and/or denying 
access . 

b . Assistant Chief of Staff , Security and Eme rgency 
Services . Oversee the implementation of PACS aboard MCIEAST 
Installations ensuring that Marine Corps policy as set forth in 
reference (a) and this policy letter is strict l y adhered to . 

c . Provost Marshal Office (PMO)/Marine Corps Police 
Department (MCPD) . PMO/MCPD ha s the primary responsibility of 
enforcing the provisions of this Pol i cy Letter including the 
following : 

(1) Query data sources to vet t he claimed identity of 
the individual . 

(2) Ensu re all v isitors are sponsored in accordance with 
reference (a) . 

5 . Poi n t of Contact . Point of contact is the MC I EAST- MCB 
CAMLEJ AC/S, SES at (910) 451-3608 . 

v~~ 
T . D. WEIDLEY 
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